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1. Input summary (Purpose) to Akraino Edge Stack for 2020 Goals
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As individuals will continuously generate Data and store, invoke and/or trigger Data to their 

Private and Public Clouds (to offer for AI/ML Model training, Manufacturing of Consumer and 

Industrial Goods (3D Printing), E-commerce/Health Services etc.), initially, for densely populated 

areas, such as shopping malls, schools, business offices, residential apartment areas/buildings in 

order to meet the dynamic shift in Data throughput/volume traffic and preserve (for AI/ML 

Training Models) the Data Granularity (Nature, Pattern, Characteristics) to be able to re-

configure the units at the Edge as:

- IoT unit (IP-anchor node, UE-relay, CPE,  IoT GW, Actuators) 

and/or 

- small-cell BTS unit (compatible with O-RAN from O-RAN Alliance and/or TIP O-RAN 

and/or SCF (Small Cell Forum) O-RAN. 

Using HW SoC (System on a Chip, GPP) that is COTS (Commercially of the Shelf) 

e. g. DANOS (white-box switch blueprint) Project and supporting simultaneously several 

Wireless Access Technologies (such as 3GPP & Wi-Fi 802.11ax through 5G CUPS and UDR & 

UDM and 3GPP Rel 16 ATSSS - Access Traffic Steering, Switching and Splitting) and O-RAN 

small cell configuration(from O-RAN Alliance or TIP O-RAN and/or O-RAN SCF (Small Cell 

Forum).  



2. Criteria/Principles
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To assure de-coupling of HW (COTS white-box switches) & SW and Multi-Vendor 

inter - operability and Solution Scalability being Vendor independent through:

- Data-centric rather than Process-centric Services that:
- Enable dynamic End-to-End (E2E) communication

- Intent-based, driven by Policy

- Use Common Data Repository for all layers



3.1  3GPP 5G "Mobility" re-definition as ground for IoT UCs proliferation 
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”Mobility” Paterns Re-defined/Diversified in 5G - UEs categorized/defined as:  

A) Stationary during their entire usable life (e.g., sensors embedded in infrastructure)

B) Stationary during Active Periods, but Nomadic between activations (e.g., Fixed Access),

C) Mobile within a Constrained & Well-Defined Space/Area

(Spatially Restricted e.g., in a Factory or Stadion or Airport), 

D) Fully Mobile (WAN).

- to enable the offloading of IP Traffic from the 5G Network onto traditional IP routing Networks via 

an IP anchor node  (and UE configured as UE relay) close to the Network Edge

(ETSI ISG MEC Group renamed "MEC" on 2017-03-28 from “Mobile Edge Computing” to “Multi- access Edge Computing”

- as UE moves, changing the IP anchor node needed in order to reduce      

- IP Traffic Load,  

- End-to-End latency

- Better User Experience

- Seamless access to both 3PGG and non - 3GPP Network Access Technology (e.g WiFi, Bluettooth &..) 

5G introduces also Dynamic Subscriber Management via GSMA Standardised eUICC OTA Solution 

Platform (SM-DP & SM- SR Platform)



3.2 5G/LTE-M for IoT with Wi-Fi Gen 6 (802.11ax) synergy to comply with 3GPP 5G Service Availability & Reliability - 1 

11/4/2019The Linux Foundation Internal Use Only 6

SoC - System on Chip supporting:

3GPP LTE-M for IoT

- 1Gb/s UL + DL 

- PSM, 

- eDRX, 

- TAU 

and 

Wi-Fi 802.11ax (HEW Gen 6) on OFDMA 

- 1024 kB/s (4x256 QAM) with 

- MU-MIMO & 

- TWT
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On the Network side, with CUPS & 3GPP Rel 16 ATSSS - Access Traffic 

Steering, Switching & Splitting Function, there is embedded support for 3GPP &

non-3GPP (Wi-Fi) Access Technologies convergence

NOTE 1: For example, the UE or the UPF may trigger the traffic splitting per packet for non-

GBR service when the RTT on both accesses are on the same level, e.g. RTT1 for 

3GPP is 20ms, RTT2 for non-3GPP is 25ms. The sender may gradually increase the 

bandwidth on each access until the RTT for this access is impacted or close to the 

latency threshold, e.g. 100Mbps with RTT1=20ms for 3GPP access, 200Mbps with 

RTT2=25ms for non-3GPP access, then keeping the routing ratio 3GPP:non-3GPP 

=1:2 to obtain 300Mbps with RTT=25ms.

ATSSS Access Traffic Steering, Switching and Splitting

AT3SF Access Traffic Steering, Switching and Splitting Function

GBR Guaranteed Bit Rate

MA-PDU Multi-Access Packet Data Unit

RTT                      Round Trip Time

3.2 5G/LTE-M for IoT with Wi-Fi Gen 6 (802.11ax) synergy - 2
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Scenario 1:  Figure 3-1 shows an example deployment for convergence of enterprise Wi-Fi network with the 

5G core network. Enterprise Wi-Fi network has a number of devices such as laptops, workstations, tablets, 

security camera and mobile phones connected over Wi-Fi access to a Wi-Fi AP. The enterprise Wi-Fi access 

network (including Wi-Fi AP and Wireless LAN Controller (WLC)) is integrated with a 5G Core network 

deployed by a mobile network operator. Devices connected over enterprise Wi-Fi access can access services 

provided by 5G core network. Some of these devices accessing 5G core network services over enterprise 

Wi-Fi may only support Wi-Fi radio and may not include 3GPP identity or SIM credentials on the device. 

Some other devices support both Wi-Fi and 5G radios and can have dual connectivity over both Wi-Fi and 

NR access links within the enterprise environment.  

In this scenario an enterprise device supporting both radios may roam seamlessly between the enterprise 

Wi-Fi network and a 5G RAN managed by the mobile operator while it continues to access the enterprise 

network services.  The mobile network operator could have certain level of visibility of and input to policy 

settings and network manageability of enterprise Wi-Fi access network. The enterprise IT organization could 

have the ability to request 5G core network resources for enterprise users. 

Scenario 2:  In this scenario the mobile network operator deploys and owns both the enterprise Wi-Fi 

access as well as the cellular 5G RAN and 5G Core.  The 5G Core network sets network management 

related policies on the enterprise Wi-Fi network, as in Scenario 1. Devices operating in the enterprise Wi-Fi 

deployment can be Wi-Fi only devices (with or without 3GPP identity or SIM credentials on the device) or 

devices with both Wi-Fi and cellular radios. Devices supporting both radios can seamlessly roam between 

enterprise Wi-Fi and 5G radio access networks operated by the mobile network operator, and access 

relevant enterprise/5G network services using either one of the access networks. 

Scenario 3:  The enterprise owning the enterprise Wi-Fi network also deploys and owns a private 5G 

Core network to provide 5G core functionality to devices in the enterprise network. The enterprise sets 

network management related policies for the operation of enterprise Wi-Fi and 5G network. These 

policies may be defined in the 5G Core, as in other scenarios. Devices operating in the enterprise Wi-Fi 

deployment can be Wi-Fi only devices (with or without 3GPP identity or SIM credentials on the device) or 

can support both Wi-Fi and cellular radios. Devices supporting both radios can seamlessly roam to a PLMN 

(Public Lane Mobile Network) operator deployed 5G access network, per business agreements. Such dual 

radio devices can access enterprise network services while connected over PLMN operator 5G RAN. 

3.2 5G/LTE-M for IoT with Wi-Fi Gen 6 (802.11ax) synergy - 3 
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Common Data Repository through

UDR - Unified Data Repository and 

UDM - Unified Data Management

3.2 5G/LTE-M for IoT with Wi-Fi Gen 6 (802.11ax) synergy UDR & UDM - 4 
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3.2 5G/LTE-M for IoT with Wi-Fi Gen 6 (802.11ax) synergy - KP (Knowledge Plane) & AMC (Autonomic Management 
& Control) - 5 



3.3 LF DANOS Project white-box switch blueprint
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- AT&T will deploy 60,000 dNOS 5G Routers compliant with the white box (run on Vyatta NOS Linux) DANOS  

Project specification

- white box blueprint “decouples HW from SW” so any organization can build its own compliant systems running other 

SW. The white box spec appears to be OS agnostic. 



3.4 Arm SoC and Arm Pelion IoT Connectivity Management Platform 
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- Arm Cortex - M is a SoC for IoT

- Arm Pelion IoT Platform is a Platform for Device & Connectivity Management handling eSIM with UICC profiles managed  

OTA via GSMA Standardized Platform (SM-DP & SM - SR). 

- Arm applies also Flexible Access Business Model enabling to use Arm's HW & SW  for free during testing and selection analysis

of the HW & SW



3.5 vRAN/O-RAN from Wind River/Intel (Akraino vRAN blueprint) 
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As Wind River/Intel had already 

provided to Akraino a blueprint for 

vRAN Solution by integrating  

ALTIOSTAR RAN Solution (for 

vRAN), the latter (ALTIOSTAR) is

also Compliant with O-RAN 

Specifications from TIP (Telecom 

Infra Project - Facebook) O-RAN 

Specification written/led by 

Vodafone and Telefonica and 

deployed in selected markets e.g.

UK, Turkey, Africa). 



3.6 SCF (Small Cell Forum) nFAPI Specification for O-RAN 3GPP backwards compatible with 3GPP (4G  
& 3G) Specifications
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- SCF (Small Cell Forum) provided specification for O-

RAN that is backward compatible to 3GPP RAN 3G 

Specification 

- Some of the involved Companies contributing to the

preparation of the Specification (that already 

participate at LF Akraino) are:

- Intel, Nokia, Qualcomm

- Link to SCF Specification from June 2019: 

Small_Cell_Forum_222_5G_O_RAN_FAPI_PHY_SPI_Spe

cification_10_0_June_2019.pdf

Small_Cell_Forum_222_5G_O_RAN_FAPI_PHY_SPI_Specification_10_0_June_2019.pdf


4. Summary: 
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If the units on the Edge interchangeably can be designed/configured from Data-centric Services 

Management point of view and interchangeably be turned/re-configured as IoT units and/or small-

cell BTS and then, with the CN KP (Knowledge Plane) and AMC (Autonomic Management and 

Control), provide Service and Management Automation handled from (2) main Criteria: 

1. Preserve/retain and use of Data Granularity (Nature/Pattern/Characteristics) for AI/ML Model 

building for providing/offering of Personalized Services and Goods (Health, Banking, Household 

goods manufacturing, 3D Printing Personalized goods etc.)

2. Data volume throughput dynamic adaptation (with regard to the former above) can/will also 

be automated and therein assure the Network and Service Availability, Quality, Reliability and 

Security. 


