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Mobile Networks to evolve from:

a Design that offers "Best-effort Services
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a Design that offers Performance and User
Experience Guarantees
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reports need to be Sent tO the Network. Figure: The 5G Principle for CIassiﬁcationt:r‘l\c:‘U::;:tl:::s(UP) marking for QoS Flows and mapping

Measurement Assistance Information shall include the addressing information of a Performance
Measurement Function (PMF) in the UPF, the UE can send PMF protocol messages incl.:

- Messages to allow for Round Trip Time (RTT) Measurements: the "Smallest Delay" steering mode
is used or when either "Priority-based", "Load-Balancing" or "Redundant" steering mode is used
with RTT threshold value being applied;

- Messages to allow for Packet Loss Rate (PLR) measurements, i.e. when steering mode is used
either "Priority-based", "Load-Balancing" or "Redundant" steering mode is used with PLR threshold
value being applied;

- Messages for reporting Access Availability/Un-availability by the UE to the UPF.

- Messages for sending UE-assistance Data to UPF.

- Messages for sending "Suspend Traffic Duplication" and "Resume Traffic Duplication" from UPF to

UE to "suspend" or "resume" traffic duplication as defined in 5GS Architecture.
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5G SA/SBA (5GC and NG-RAN) QoS 5QI (5G QoS Identifier)
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4G/LTE (EPC & E-UTRAN) QoS QCI (QoS Class Identifier)
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PIN Definitions of terms and abbreviations

Personal loT Network: A configured and managed group of PIN Element that are able to communicate each other directly or via PIN Elements with
Gateway Capability (PEGC), communicate with 5G network via at least one PEGC, and managed by at least one PIN Element with Management
Capability (PEMC).

PIN Element (PINE): A UE or Non-3GPP device hat can communicate within a PIN (via PIN "direct" connection, via PEGC, or via PEGC and 5GC), or outside the PIN
via a PEGC and 5GC.

PIN Element with Gateway Capability: A PIN Element with the ability to provide connectivity to & from the 5G Network for other PIN Elements, or to provide "relay" for the communication between PIN Elements.
PIN Element with Management Capability: A PIN Element with capability to manage the PIN.
NOTE: A PIN Element can have both PIN Management Capability and Gateway Capability.
PINE-to-PINE communication: communication between two PINEs which may use PINE-to-PINE direct communication or PINE-to-PINE indirect connection.
PINE-to-PINE direct connection: the connection between two PIN Elements without PEGC, any 3GPP RAN or core network entity in the middle.
PINE-to-PINE indirect connection: the connection between two PIN Elements via PEGC or via UPF.
PINE-to-PINE routing: the traffic is routed by a PEGC between two PINEs, the two PINEs direct connect with the PEGC via non-3GPP access.
PINE-to-Network routing: the traffic is routed by a PEGC between PINE and 5GS, the PINE direct connects with the PEGC via non-3GPP access separately.

Network local switch for PIN: the traffic is routed by UPF(s) between two PINEs, the two PINEs direct connect with two PEGCs via non-3GPP access separately.

Abbreviations

PIN Personal loT Networks

PINE PIN Element

PEGC PIN Elements with Gateway Capability
PEMC PIN Elements with Management Capability
P2P PINE-to-PINE

P2N PINE-to-Network

NLSP Network Local Switch for PIN

Note 1: The AF relies on PIN signaling between the PINE/PEGC/PEMC and the PIN AF,
which is transferred via UP transparently to the 5G System, to determine the need
for a QoS modification.

5G System PIN Solution Reference Architecture



5G System (5GS) enhancements to support Personal loT Network (PIN).

- Security related when identifying PIN and the PINE when:

- Management of a PIN.
- PIN & PINE Discovery

A Personal loT Network (PIN) in 5GC consists of:

Management of PIN, ~
Access of PIN via PIN Element (PINE) with Gateway Capability (PEGC), and
Communication of PIN (e.g. PINE (e.g. a UE) communicates with

- other PINE (UE) "directly" or

- via PEGC or w

- via PEGC and 5GS. N Application

Server

\

- How to identify PIN and the PINEs in the PIN at 5GC level to serve for
Authentication& Authorization
- Management as well as Policy and Routing Control enforcement:

Figure: 5GS PIN Personal loT Network Reference Architecture

The PIN can also have a PIN Application Server (AS) that includes an AF
(Application Function) functionality.

The AF can be deployed by Mobile Operator or by an Authorized Third

1 (one) or more Devices providing Gateway/Routing (Srd) Party.

Functionality known as the PIN Element with Gateway

Capability (PEGC), and When the AF is deployed by 3rd Party, the interworking with 5GS is

performed via the NEF.

1 (one) or more Devices providing PIN Management
Functionality known as the PIN Element with Management
Capability (PEMC) to manage the Personal IoT Network; and

The PEMC and PEGC communicates with the PIN Application Server (AS)
at the Application Layer over the User Plane. The PEGC and PEMC can
communicate with each other via "Direct" Communication

Device(s) called the PIN Elements (PINE). A PINE can be a

non-3GPP Device. Only a 3GPP UE can act as PEGC and/or PEMC.



PINs and CPNs (Customer Premises Networks)

Personal [oT Networks (PINs) and Customer Premises Networks (CPNs) provide local connectivity
between UEs and/or Non-3GPP Devices.

The CPN via an eRG, or PIN Elements (PINEs) via a PIN Element with Gateway Capability (PEGC)
can provide access to 5G Network Services for the UEs and/or Non-3GPP Devices on the CPN or
PIN.

CPNs and PINs have in common that, in general, they are:
- owned, Installed and/or (at least partially) Configured by a Customer of a Public Network Operator.

A Customer Premises Network (CPN) is a Network located within

- a Premises (e.g. a Residence, Office or Shop).

- via an evolved Residential Gateway (eRG), the CPN provides connectivity to the 5G Network. The
eRG can be connected to the 5G Core Network via wireline, wireless, or hybrid access.

- A Premises Radio Access Station (PRAS) is a Base Station installed in a CPN. Through the PRAS,
UEs can get Access to the CPN and/or 5G Network Services.

The PRAS can be configured to use
- Licensed,

- Unlicensed, or

- Both Frequency bands.

Connectivity between the eRG and the UE, non-3GPP Device, or PRAS can use any suitable Non-
3GPP Technology (e.g. Ethernet, optical, WLAN).

A Personal loT Network (PIN) consists of PIN Elements (PINEs) that communicate using PIN
- "Direct Connection" or
"Direct Network Connection

and is managed locally using a PIN Element (PINE) with Management Capability (PEMC).

Examples of PINs include Networks of Wearables and Smart Home / Smart Office Equipment.

Existing control
5G local Control

5G Data under
local Control

\\

Access 7 N\
~Mobile ™ 56C
W
\ J
Non-3GPP / @ A
device // ccess
v

UE

\
\
™

Figure: Customer Premises Network (CPN) connectedto 5GC

= Vodafone has unveiled a new mini 5G

type currently
ered as a product could revolutionise the 5G private network




5G System (5GS) Architectural Enhancements for PINS - Network Layer

5GS Configuration Kis (Key Issues) mapped to Solutions

architecture
enhanceme

Key Issue #5: Authorization for PIN nts to
support PIN

The Owner of a PIN may configure "Authorization Information for the
PIN, e.g. whether a PINE can communicate with other PINEs or with a
Specific Data Network (DN), whether a UE is allowed to act as a PEMC
and/or a PEGC, etc.

Solution #0A: 5GC (Core) Architecture enhancements to support PIN
Solution #0B: PIN Architecture alternative "B"

Solution #0C: PIN Architecture alternative "C"

Solution #0D: Personal loT Networks (PINs) Architecture in 5GS

Solution #2: PIN and PINE Discovery and Selection - this solution is based
on the Architecture "alternative A" on Service Discovery based on "http".

Solution #4A: PIN and PIN Element (PINE) discovery by a PINE

Solution #4B: PIN Elements (PINE) with Gateway Capabilities (PEGC)
"Discovery and Selection by PEMC (PIN Element with Management
Capability).

Table

: Mapping of Solutions to Key Issues

Key Issues

parameters
provisionin
g for PIN

n of PIN
and PIN
Elements




5G System (5GS) PINs Architecture Application Layer PINAPP) Enhancements
Key Issues (Kls) mapped to Solutions

Release 18 V18.1.0 (2023-03) Release 18 V18.1.0 (2023-03)

Solutions PIN Profile in a PIN

. Tabl PIN Profile in PIN , PEMC, PEGC and PINE
A P g e Mapping of solutions to key issues > I—lmem o .

Parameter Name Parameter Description PIN PEMC | PEGC

Table .._ | Mapping of solutions to key issues Server
PINID The identifier of the PIN Y Y

. Ki#t | KI#2 | KI#3 | KI#d | KI#S PIN Description Human-readable description of the PIN, for Y Y
Kl #2: PINAPP accesses 5G Network by example, the company name, location or the type
Application mechanism Sol# | X ol erve

Duration Specifies the time period of how long the PIN can
Sol #2 be active

TaXimum number | W@axmum number of TN elements alowea (o jon
Sol #3 of PIN elements | the PIN

5 : 3 ; PIN service List of service that a PIN can provide, including

Kl #3 : SerV| ce SWItCh in PIN Sol #4 the PINE service or the service that can provided
by application client on PINE:
Sol #5 > PIN service Provider Identifier
> PIN service type
. c . ; Sol #6 > PIN service Feature
Kl #4: PIN Application Server Discovery PEMC it The list of ideners of the PIN elements which
Sol #7 can be allowed to take the role as PEMC (e.g.:
PIN client ID, UE GPSl etc.,) and also it contains
Sol #8 whether the role is primary or secondary
c . . PEGC ID list The list of identifiers of the PIN elements which
Kl #5: Service ContanIty Sol #9 can be allowed to take the role as PEGC (e.g..

PIN ciient ID, UE GPSl etc. )
Sol #10 PIN Server ID The identifier of the PIN server that serves the
PIN
Sol #11 PIN server Endpoint information (e.g. URI, FQDN, IP

Kl #6: PEMC/PEGC replace ment in PIN Endpoint address) used to communicate with the PIN

Sol #12 SCver
PIN Elements List | List of PIN elements which can be allowed to join

Sol #13 the PIN
> PIN element 1D

Sol #14

Sol #15 Dynamic profile information of a PIN

Sol #16
° Table describes the list of parameters that are classified as dynamic profile information and which are

Sol #17 maintained at the PIN server, PEMC and PEGC. Dynamic profile information maintained at these entities are updated
based on the following events occurring in the PIN:




Mobile Networks to evolve from:

a Design that offers "Best-effort Services
to

a Design that offers Performance and User
Experience Guarantees

New Capabilities related to

Release 18 V18.2.0 (2023-06)

Application /Service Layer

Data packets from applications

QoS rules
(mapping UL packets to QoS flows
and apply QoS flow marking)

QoS Flow
(all packets marked with
the same QFl)
A

Mapping QoS

flows (classify packets for

QoS flow marking

to AN and other actions)

Resources

‘ ‘0 PDU Session
)

Figure: The 5G Principle for Classification and User Plane (UP) marking for QoS Flows and mapping
to AN Resources
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5G PIN communication via PEGC and 5G System

Release 18 3GPP v2.0.0 (2023-03)

'----------------------------I Data Network (DN)

PEGC AF or
App PEMC

| Piven |
| PINEZ j/i\ ( la. PDU Session 1 establishment

| FINE4 | | FINE3 1b. IPv6 address delegation via DHCPvE for PDU session 1
as described in clause 4.2.6.3 of TS 23.316

I
lc. PEGC assigns IPvE
addresses to PINE(s)
1

1d. Updates IPv6 addresses assigned to the PINE(s) to external AF or PEMC

P

muz/\
|F'INE14| |PINE13|/

2b.IPv6 address delegation via DHCPv6 for PDU session 2
as described in clause 4.2.6.3 of TS 23.316

I
2c. PEGC assigns IPv6

addresses to PINE(s)
|

|

Figure: SG PIN IPv6 addressallocation to PINE by PEGC using IPv6 Prefix Delegation via DHCPv6

2d. Updates IPv6 addresses assigned to the PINE(s) to external AF or PEMC




4 Architectural requirements and assumptions 4.1 Architectural Requirements
This study has following architectural requirements:

- If sidelink is used for the direct communication between PEMC and PEGC, reuse procedures
defined for 5G ProSe Direct Communication without introducing new features to sidelink.

- There shall be no change to underlying non-3GPP access (e.g. WIFI, Bluetooth) standards. Release 18

4.2 Architectural Assumptions

This study has following architectural assumptions:
- Only a 3GPP UE can act as PEGC and/or PEMC.
- There are one or more PEGCs in a PIN.

- There are one or more PEMCs in a PIN, at any point of time one of which is able to control the
PIN.

- The PIN Elements assumes to use non-3GPP access (e.g. WIFI, Bluetooth) for direct
communication, the PEMC can use 5G ProSe Direct Communication for direct
communication with PEGC.

- In this release, the PEGC and PEMC belongs to same PLMN or (S)NPN.
- The scenario when a PEGC or PEMC or both are in roaming is out of the scope of this release.
- A single PEGC may support more than one PIN at a time.

- Multi-hop P2P (i.e. communication between a chain of PINEs) and P2N relay (i.e. communication
from a PINE to another PINE or to the network via an intermediate PINE) are not studied in this
release.

Editor's note:Whether PINE can connect to multiple PEGCs is FFS.

NOTE: In this Release the 5G-RG is considered outside the scope of the study and consequently
not part of PIN.

Editor's note:lt is FFS whether data traffic of PINE over control plane is in scope of this study.

Editor's note:Whether PINE UE is restricted to be in the same PLMN/(S)NPN as PEGC/PEMC or not
is FFS.

V2.0.0 (2023-03)

AF provides URSP quidance

AF Prm._ridgs__ _Qc_ns requ irements

PEGC 1
(UE)

Figure: PINE Communication with 5G System
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5G Advanced implementation of AI/ML Applications and ML Model Transfer Capabilities
In 5G, AIML is specified to be used in a range of Application Domains across Industry sectors. In 5G Mobile Communications Systems, Mobile Devices (e g. Smartphones, Automotive, Robots) are increasingly
replacing conventional algorithms (e.g. Speech Recognition, Image Recognition, Video Processing) with AI/ML Models to enable Applications. The 5G System (5GS) can at least support three (3) types of Al/ML
operations. 1. The UE Data Exposure Client {DEC) is responsible for sending Dafa request to the Data Information AF (IEAF, evolved Rel. 17 DCAF/AF) o collect Data from NWDAF as an input for Application
Layer AIML operaton. |ne IEAF IS always In the MNU Domain & the DEC 15 based on 3GPP detined Frocedures & Security & therefore is also under the confrol of MNO. The Data Collection Request from UE
Application may trigger the IEAF to collect Data from NWDAF (IEAF deployment shown below). 2. AVML Model/Data Distribution & Sharing over 5GS (the Model Performance at the UE needs to be monitored
constantly). 3. Distributed/Federated Learning (FL) over 5GS (The Cloud Server trains a Global Model by aggregating Local Models partially-trained by each End Device via 5G UL). The Server aggregates the
Interim Training results from the UEs & updates the Global Model. The Updated Global Model is then distributed back to the UEs & the UEs can perform the Training for the Mext lteration. Based on Operator Policy,
5G5S shall be able to provide means to predict & expose predicted Metwork Condition changes (i.e. Bitrate, Latency, Reliability) per UE, to an Authorized 3rd Party. Subject to User Consent, Operator Policy &
Regulatory Constraints, the 5G5S shall be able to support a Mechanism to expose Monitoring & Status Information of an Al-ML Session to a 3rd Party AI/ML Application & be able to expose information (e.g.
candidate UEs) to an Authorized 3rd Party to assist the 3rd Party to determine Member(s) of a Group of UEs (e.g. UEs of a FL Group). Depending on Local Policy or Regulations, to protect the Privacy of User
Data, the Data Collection, ML Model Training & Analytics generation for a Subscriber/User id, Internal or External_Group Id or "any UE™ may be subject to User Consent bound to a Purpose, such as
Analytics or ML Model Training. The User Consent is "Subscription Information” stored in the 5G CN, which includes: A) whether the User authorizes the Collection & Usage of its Data for a Particular Purpose;
B) the Purpose for Data Collection, e.q. Analytic or Model Training.

5G5S (System) proposes a Common Solution Framework to assist various Application AIYML Operations with Assistance Info & Procedures from 5GC. In this Framework, the similar Service Requirements &
Operational behaviours are organized into various Application AVML Assistance (AaaML) Service Frofiles where Each Profile defines specific AaaML Service. [he AaaML Services are a Set of Collective
Extensions to the existing 5GC Services & the new 5GC Services which are defined specifically to assist the Application Layer A/ML Service Operation. An AaaML Service Profile is composed of 3 main parts of
information: A) Objective of Target AaaML Operation; B) Input of Provisioned Service Parameter(s) ( e.g. Minimum One Way Delay, Predicted QoS Performance within the next 5 min.; C) Output (e.g. List of
Candidate UEs, Event Report for the Group of UE’s Bandwidth Consumpiion.
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A Current Smart Home loT Deployment example

Release 18 3GPP V2.0.0 (2023-03)

Server Environm ent
APP layer protocol via Smart Gateway(out of 3GPP)

APP layer protocol (ont of 3GPP)

r

-1 3" party Server2

: (vendor of Smart
Gateway )

| |
3" party 3 v 3 party
Function 1 ¢l Function3

Smart Gateway

Figure: Example of CurrentloT Smart Home Deployment

The loT Device1 is initially discovered by a Smartphone using the 3rd Party
APP1 installed in the Smartphone, and then the Smartphone is able to connect
with the |oT Device1 assisted by the 3rd Party APP1.

The 3rd Party APP1 is developed by the Vendor of the IoT Device1. The loT
Device1 is able to visit the 3rd Party Server1 over Internet via the Smart
Gateway, and the 3rd Party APP1 also can visit the 3rd Party Server1 over
Internet, so that the Smartphone is able to control the loT Device1 via internet
assisted by the 3rd Party Server1.

The loT Device2 is manufactured by a different Vendor from that of the loT
Device1, and is not able to be controlled by a Smartphone via Internet.

A 5G PIN Smart Home deployment example of the PIN that the
PINMF can be a NF, Trusted AF, or 3rd Party AF.

Release 18

3" party Serverl
(vendor of PINE)

3" party Server2
{vendor of PEGC)

-
I
;
] [ I :
] [ I |
] " | I
] [ :
I ! PINMF
: 3"party [ PINE . ' (3" party AF)
 Funetion 1| Function = :

Figure: 5G PIN Deployment Functions Example

For the case of NF/trust AF, one Operator only has one (1) PINMF, the PEMC can use pre-configured
information for PIN Service Operations, e.g. FQDN of the Operator's PINMF.

The 5GC uses External Group ID and Internal Group ID to identify the "Trust Member" Group.

The User's PIN related Subscription(s), which includes PEMCs and/or PEGCs, is considered as PIN
"Trust Member(s)". If a PEGC is included in the Trust Members group, e.g. the User also subscribes the
Smart Home GW as a "Trust Member", the Authorization of the PEGC is based on the Subscription,
otherwise the Authorization of the PEGC is based on the request from the PEGC.

The Trust Members facilitate user to share PIN Management among multiple PEMCs. An example of the
Trust Members is multiple Phones of the User for Wearable Cases, Family Members for Smart Home
Cases, Partner Members for Smart Office Cases.

The User can assign additional PEMCs from the "Trust Members" to a PIN. With multiple PEMCs option,
the User can pick up any Smart Phone to manage the PIN that only includes Wearable Devices, or any
Family Member of the User can buy a New Device and update the PIN, which only includes Devices in
Living Room, to add the New Device in the PIN without waiting the User back Home, etc.

For the Case of 3rd Party AF, there may be multiple PINMFs, which one is used is determined by the
User, and the Serving PINMF should register itself for the User to handle the PIN Service Operations.1 5
An example of the UC with the deployment example is as following:



A Deployment Example of the PIN that the PINMF can be a NF, Trusted AF, or 3rd Party AF.

1) The PINE/PEGC establishes direct connection with the PEMC assisted by the 3rd party APP1/APP2 and 3rd
party Function1/Function2, which is the same as currently widely used, or by user input. Release 18 1GPP

2) If the PEMC Function instance obtains the Device metadata via the direct connection, e.g. MAC address,
Vendor name, PINE Function Address, etc. from PINE Function (Pin1) over direct connection, or Device
metadata, e.g. MAC address, GPSI, Vendor name, PEGC Function Address, etc. from PEGC Function (Pin5) A
over direct connection. The PEMC Function instance registers the Device metadata to the PINMF (Pin3). The ¥ party Serverl
<Vendor Name> helps the PEMC to run the APP developed by the Vendor to control the PINE, e.g. turn on/off a . (veadoroEPINE)
light, tune the temperature of an air conditioner, etc. The PINE/PEGC Function Address makes it possible for any
PEMC Function instance (e.g. when User changes Cell Phone) to interact with the PINE/PEGC Function over
direct connection (Pin1/Pin5), via PEGC (Pin1), via 5GS (Pin5), or via PEGC and 5GS (Pin1). / it 3 party Server2
(vendor of PEGC)
3) Any PEMC Function instance requests the PINMF to create a PIN and obtains Device information, which pary | |
includes the address of PINE/PEGC Function, from PINMF (Pin3), the Device may already be added into another | 'M,i,z' I
PIN. The PEMC Function instance requests the PINMF to add any Device into the PIN (Pin3). |

4) When adding a UE into the PIN to act as PEGC, if the UE identified by the GPSI is pre-configured in the
Subscription Data to be a PEGC, the PINMF configuring <allowed list>/<block list> to the PEGC (N1) for the PIN,
if not, the PINMF returns <Registration URI> to the PEMC Function instance (Pin3), and the PEMC Function
instance sends the URI to the PEGC Function (Pin5), the PEGC Function sends Registration Request to the

PINMF (Pin4) to request the PINMF configuring <allowed list>/<block list> to the PEGC (N1) for the PIN; [mm=beb-- PINMF
| 3*jary Fpary | (3 party AF)
5) The PEMC Function instance obtains the SSID/BT ID and Password of PEGCs from PINMF for the PIN (Pin3) ) Fvastiool Functions |

and sends them to the PINE (Pin1) for configuring the PINE for discovery (PINE is listener), or obtains the
SSID/BT ID and Password of PINEs from PINEs (Pin1) and sends them to the PINMF (Pin3) to request the
PINMF configuring the PEGC (N1) for discovery (PINE is announcer);

I NOTE 1: The PEMC Function instance can be a function in a 3rd party APP, a standalone APP, or middleware, |
6) After a PINE has been configured by the PEMC Function instance (Pin1) to associated with PEGCs, the PINE e L e e P e e PP P P PP e

connects to a PEGC to activate association with the PEGC in the PIN. If the PINE has active association in . . .
another PIN, the PINE will be automatically removed from that PIN. Figure: 5G PIN Deployment Functions Example

7) When the 3rd party APP on PEMC needs to communicate with PINEs, the PEMC Function sends the packet filters and necessary information to the PINMF (Pin3), the PINMF determines
that the PINE has connected to a PEGC and instructs the 5GS to configure the PEGC for the relay, as well as instructs 5GS to establish a 5G-LAN that includes the PEMC and the PEGC, or
add the PEMC and PEGC into the existed 5G-LAN, so that the communication does not need any Application Server for routing, which resolves the user concern related to privacy issues.

8) When the PINE needs to communicates with other PINEs, the PINE Function sends the packet filters and necessary information to the PEMC Function instance (Pin1), if the PEMC Function
instance allows the communication, it requests the PINMF (Pin3) to configure PEGC(s) for the relay, and if multiple PEGCs involved, the PINMF instructs 5GS to establish a 5G-LAN that
includes the PEGCs, or add the PEGCs into the existed 5G-LAN, so that the communication does not need any AS for routing, which resolves the user concern related to privacy issues. T



5G System PIN Solution Reference Architecture
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Figure: 5G SBA Architecture for Personal loT Network (PIN)

Figure: 5GS PIN Personal loT Network Reference Architecture
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Solution #2: PIN and PINE Discovery and Selection
Release 18 3GPP V2.0.0 (2023-03)
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Figure: 5G SBA Architecture for Personal loT Network (PIN)

Figure: 5G PIN and PIN element (PINE) Discovery and Selection

PEMC Identification:
A NAS capable UE will register with the 5GS with "PIN capable” in the initial registration message to be authorized to form the PIN.

5GC (5G Core) Architecture enhancements to support PIN are described in the Solution for KI#1.

Based on the "PIN Control Function" Policies, the 5G Core will authorize/deny the PIN formation. PIN Element (PINE) is identified as PEMC either by the 5GC
Policies or by 3rd Party Configuration.

A PIN Element with Management Capability (PEMC) can form a PIN and it can name the PIN based on the configuration.
PEMC of the PIN will act as a "broker" in the 5G PIN SBA Architecture and respond to the PIN discovery query by the PINE or PEGC as shown in Figure (a).

PEMC will be "NAS capable", and the Policies and its Capabilities are configured by the 5G Core Network. Policy and Provisioning for PIN are further described in
the Solution for KI# Configuration. 18



5G PIN CP (Control Plane) Signalling Path and PINs UP (User Plane) Path
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Figure: 5G PIN Control Plane (CP) Signalling Path with and without 5G-LAN Figure: 5G PIN User Plane (UP) with and without 5G-LAN
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Qualcomm 5G PINs Demo Presentation from MWC 2023 - 1 5
Wide-area 5G loT evolution

QUOICONVV\ 5G loT coverage extension with device mesh ~

'-.. of device &
- L- -

Mesh network: On A

Next: loT device 1

With mesh networking, out-of-coverage outdoor and indoor devices can be Select indoor device
connected with routing and timing support (i.e., no need for GPS)


https://www.youtube.com/watch?v=GkEth5yvQRA
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based on a combination of metrics including each hop's
signal strength, error rate, and latency

Back to overview
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3GPP Core
1. 5G Architecture for enabling Cloud Applications along with the Edge .,.,
Applications |

Application

Client(s)

Edg

The Figure illustrates the Architecture for enabling Cloud Applications along with the ) i
Edge Applications.

Cloud Application Server (CAS) residing outside the Edge Data Network (EDN) may
need to interact with the EEL Entities e.g. for Service Continuity.

Edge Enabler

The CAS and EAS interaction is Application Data Traffic, which is out-of-scope of this specification.

management client| Ncl fication management server

Figure: 5G Architecture for enabling Cloud Applications along with the Edge Applications with

2. 5G Architecture for enabling Cloud Applications with Edge Applications, Cloud Application Server (CAS) residing outside Edge Data Network (EDN)
with CES (Cloud Enabler Server) support Release 18 V18.3.0 (2023-06)

3GPP Core Cloud Data Network

The Figure illustrates the Architecture for enabling Cloud Applications along with the Netw

Edge Applications, when CES is used.
NOTE: Edge and Cloud Servers can utilize SEAL NM Service, but for simplicity such an interaction is not et
depicted in the figure.

Application |
4 Server(s)

Cloud Application Server (CAS) residing in the Cloud DN may need to interact with _ , Cloud Enablr
the Cloud Enabler Server (CES) which is part of the EEL for interworking, e.g. for e
Service Continuity.

Edge Enabler
Client

The CAS and EAS interaction is Application Data Traffic, which is out-of-scope of this specification

Edge Com’guratuon Server

CLOUD-4

Figure: 5G Architecture for enabling Cloud Applications along with the Edge Applications
with Cloud Enabler Server (CES) residing on the CDN




3. 5GS Architecture enabling Edge Applications enhancements on Application Layer |
Release 19

Edge-Cloud Application Servers KPI Service enablement Data
Rendering Requirements for High Data Rate and Low Latency Services

Table
Max allowed
end-to-end

latenc
Cloud/Edge/Split ¥
Rendering between UE and

e.g. Use Case Augmented/Virtual Reality (UC AR/VR)

the lnterface to

The 5G System shall support Service Continuity for AR/VR to support "Immersive"
User Experience under high UE Mobility.

Gaming or

Interactive Data
anai g

b

When it comes to implementation of Applications containing AR/VR components, the
Requirements on the 5G Network could depend on Architectural choices
implementing these Services.

Note 3 in the Table, there is an example on such dependencies for a VR Application in a 5G System. The

[5to 10] ms
Table illustrates additional Use Cases and provides more corresponding requirements on the 5G System.

(note 5)

Consumption of
VR content via
headsel

- Cloud/Edge/Split Rendering: Cloud/Edge/Split Rendering is characterized by the (note 6)
transition and exchange of the Rendering Data between the Rendering Server and

Device.

Characteristic parameter (KPI

Service bit rate:
user-experienced
data rate

0,1to [1] Gbit/s
supperting visual
content (e.g. VR
based or high
definition video) with
4K, 8K resolution
and up te120
frames per second
content.

0,1to [1] Gbit/s
supporting visual
content (e.g. VR
based or high
definition video) with
4K, 8K resolution
and up 10120
frames per second
content.

0,1 to [10] Gbit/s
(note 5)

3GPP

V19.3.0 (2023-06)

KPI Table for additional high data rate and low latency service

Inﬂuenca ' uanti

UE Speed Service Area
{note 2)

99,99 % in
uplink and
99,9 % in
downlink
(note 4)

Stationary
or
Pedestrian

Stationary
or
Pedestrian

99,99 %
(note 4)

[99,99 %] Stationary
or

Pedestrian

20mx 10m;in
one vehicle (up
to 120 km/h}
and in one train
(up to 500 km/h})

NOTE 1: Unless otherwise specified, all communication via wireless link is between UEs and network node (UE to
network node and/or network node to UE) rather than direct wireless links (UE to UE).

- Latency and reliability KPIs can vary based on specific use case/architecture, .g. for cloudiedge/spiit

renden

- Gaming or Training Data Exchanging: The UC is characterized by the exchange
of the Gaming or Training Service Data between two (2) 5G connected AR/VR
DeViCGS ’ connected UE.

- Consume VR Content via tethered VR headset: This UC involves a tethered VR
Headset receiving VR Content via a connected UE; this approach alleviates some

of the computation complexity required at the VR Headset, by allowing some or all
decoding functionality to run locally at the connected UE. The requirements in the
table refer to the "direct" wireless link between the tethered VR Headset and the
corresponding connected UE.

g, and can be rep resented b a range of values.

' the required bit rate and latency over the direct wireless link between the tethered VR headset and its
connected UE, bit rate from 100 Mbit/s to [10] Gbit/s and latency from 5 ms to 10 ms.
. The performance requirement is valid for the direct wireless link between the tethered VR headset and its
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5G Architecture for Hybrid and Multi-Cloud Environments

The Main Challenges to overcome in a Hybrid & Multi-Cloud Strategy are:

1. Maintaining Portability; 2. Controlling the Total Cost of Ownership (TCO); 3. Optimizing Productivity & Time to Market (TTM).

DevOps — a Set of Practices that brings together SW Development & IT operations with the Goal of Shortening the Development & Delivery Cycle & increasing SW Quality - is
often thought of and discussed in the Context of a Single Company or Organization. The Company usually Develops the SW, Operates it & Provides it as a Service to
Customers, according to the SW-as-a-Service (SaaS) Model. Within this context, it is easier to have Full Control over the Entire Flow, including Full Knowledge of the
Target Deployment Environment.

In the Telecom Space, by contrast, we typically follow the "as-a-Product (aaP) Business model, in which SW is developed by Network SW Vendors e.g. as Ericsson
(Nokia, Huawei, Z1E) & provided to Communication Service Providers (CSPs) that Deploy & Operate it within their Network. This Business Model requires the consideration
of additional aspects.

The most important contrasts between the Standard DevOps SaaS Model & the Telecom aaP Model are the Multiplicity of Deployment

Environments & the fact the Network SW Vendor Development Teams cannot know upfront exactly what the Target Environment looks like.
AlItnougn a saas Lompany Is likely 10 beploy & Ivianage Its SVV on two (£) or more airrerent Cloud Environments, thnis IS inevitable within 1eilco, as eacn LSt creates &/or
selects its own Cloud infrastructure (Fig. 1 below).

e 7N, I,

Private cloud - Public cloud 1 l Public cloud 2

Network
Dev software

vendor

Figure 1: The DevOps and (Telecom) aaP Business Models

CSP A deploys some applications in its private data centers, while partnering
with public cloud providers 1 and 2 to deploy the same or other applications.

T e a2 aws

l Private cloud l Public cloud 3

Provisioning and . Security and Governance and
. : Observability :
configuration compliance cost management

Amazon Web Services Microsoft Azure Google Cloud Platform CSP's private cloud

CSP B deploys some applications in its private data CSP C partners with public cloud provider 3 to use its
centers and partners with public cloud 2 to deploy on-prem/edge for on-prem applications as well as
other applications. national and regional clouds for other applications.

Managed services
with open APIs

Figure 3: Key Enablers for a Multi-Cloud Native Application Figure 2: Examples of Hybrid and Multi-Cloud Deployment Scenarios that Applications must be able to support
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Remarks & Questions?
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