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           PNI - NPN/SNPN (5G Private Networks)  



NPN/SNPN  Mapping Solutions to Key Issues - 3GPP Rel. 17
Key Issues 

Nr        
Solutions

                          #1                         
Enhancements to Support SNPN 
along with Credentials owned by 
an Entity separate from the SNPN 
 

                           #2:                           
     NPN support for Video, 
Imaging and Audio for 
Professional Applications (VIAPA)

                       #3                      
Support of IMS Voice and 
Emergency Services for 
SNPN

                     #4                         
       UE Onboarding and 
Remote Provisioning 

                         #5                          
Support for Equivalent SNPNs

             #6                 
Support of Non 3GPP 
Access for NPN 
Services 

1 X X
2 X X
3 X
4 X
5 X
6 X

7 X
8 X
9 X

10 X
11 X
12 X
13 X
14 X
15 X
16 X
17 X
18 X
19 X
20 X
21 X
22 X
23 X
24 X
25 X
26 X
27 X
28 X
29 X
30 X
31 X
32 X
33 X
34 X
35 X
36 X
37 X
38 X
39 X
40 X
41 X
42 X
43 X
44 X
45 X
46 X
47 X
48 X
49 X
50 X
51 X
52 X
53 X
54 X
55 X
56 X



A Non-Public Network (NPN) is a 5GS deployed for Non-Public Use

1. An NPN is either:

1. a Stand-alone Non-Public Network (SNPN), i.e. operated by an        
    NPN Operator and not relying on Network Functions provided by a    
   PLMN, 
                                             or

2. a Public Network Integrated NPN (PNI-NPN), i.e. a Non-Public 
Network deployed with the support of a PLMN.

NOTE: An NPN and a PLMN can share NG-RAN

2. Stand-alone Non-Public Networks (SNPNs)
SNPN 5GS deployments are based on the Architecture for: 

- 5GC with Un-trusted Non-3GPP Access (Fig. 1-1) for access to SNPN 
  Services via a PLMN (and vice versa) 

1.  3GPP Definition of PNI - NPN/SNPN with Diagrams- 1  



NPN/SNPN  Mapping Solutions to Key Issues - 3GPP Rel.17 for PLMNs Non 3GPP Access 



As of 3GPP Rel. 17, the following 5GS features and functionalities are not 
supported for SNPNs:

1. Interworking with EPS is not supported for SNPN.

2. Emergency Services are not supported for SNPN when the UE accesses the 
SNPN 
    over NWu via a PLMN.

3. While Roaming is not supported for SNPN, e.g. Roaming between SNPNs, it is 
    possible for a UE to access an SNPN with credentials from a CH 

4. Hand-over between SNPNs, between SNPN and PLMN or PNI-NPN are not 
    supported.

5. CIoT 5GS Optimizations are not supported in SNPNs.

6. CAG (Closed Access Group) is not supported in SNPNs.

- A UE with two (2)  or more Network Subscriptions, where one (1) or more Network 
Subscriptions may be for a subscribed SNPN, can apply procedures specified for Multi-
USIM UEs. 

 - The UE shall use a separate PEI for each network subscription when it registers to the  
  network.

NOTE:  The number of preconfigured PEIs for a UE is limited. 

If the Number of Network Subscriptions for a UE is greater than the Pre-configured 
Number of PEIs, the Number of Network Subscriptions that can be registered with the 
Network simultaneously is restricted by the Number of Pre-Configured Number of PEIs.

1.  3GPP Definition of PNI - NPN/SNPN with Diagrams - 4  



 

Identifiers

The combination of a PLMN ID and Network identifier (NID) identifies an SNPN.

NOTE 1: The PLMN ID used for SNPNs is not required to be unique. PLMN IDs 
reserved for use by private networks can be used for non-public networks, e.g. 
based on mobile country code (MCC) 999 as assigned by ITU. Alternatively, a PLMN 
operator can use its own PLMN IDs for SNPN(s) along with NID(s), but registration in 
a PLMN and mobility between a PLMN and an SNPN are not supported using an 
SNPN subscription given that the SNPNs are not relying on network functions 
provided by the PLMN.

The NID shall support two assignment models:

- Self-assignment: NIDs are chosen individually by SNPNs at deployment time (and may 
therefore not be unique) but use a different numbering space than the coordinated 
assignment NIDs. 

- Coordinated assignment: NIDs are assigned using one of the following two options:

1. The NID is assigned such that it is globally unique independent of the PLMN ID used;

       or

2. The NID is assigned such that the combination of the NID and the PLMN ID is globally 
unique.

1.  3GPP Definition of PNI - NPN/SNPN with Diagrams- 3  



Alternatively, a Credentials Holder (CH) may Authenticate and Authorize access to an SNPN.  

 In this Rel. 17, Direct Access to SNPN is specified for 3GPP Access only.

Ref.3GPP TS 23 501 5G System Architect., Rel., 17, Dec 2021: 337 - 338, 344

1.  3GPP Definition of PNI - NPN/SNPN with Diagrams - 2  



https://enterpriseiotinsights.com/20210922/channels/news/hard-
lessons-for-private-5g-as-lightspeed-market-is-fractured-between-
hype-and-reality?utm_campaign=Enterprise%20IoT
%20Newsletter&utm_medium=email&_hsmi=162862354&_hsenc=p
2ANqtz-
_rkpszzAFyrYTATSTBWE88VSKQCqdUyAdfuNgJFBs7nlbwnCmsk
ZSPs6Nl4Ftg77p8boVhFiPUCc-
0Oklff37DT2D3cQ&utm_content=162862354&utm_source=hs_emai
l

2. Market Definition and Deployments of "Private 5G" PNI - NPN/NSPN - 6

 5G World in London (September 22, 2021) brought some perspective.

 
There is a Learning Curve for Enterprises, and a Learning Curve for Everyone 
selling Private Network Services. 

So the Market is moving slower, from Tests and Proofs; 

It is not even a 5G Market, yet (of course). 

“The Majority is on LTE, so at moment it is an LTE Market, and 
LTE is currently delivering what most Use Cases want.” 

It looks clearer through the lens of each player in the Market, only because their 
views of it are all different, and all of them are feasible on their own terms.



https://enterpriseiotinsights.com/20210831/
channels/news/the-failure-of-private-5g-another-
telco-bungle-or-just-industrial-inertia-is-the-
window-really-closing

2. Market Definition and Deployments of "Private 5G" PNI - NPN/NSPN - 7

The ‘Failure’ of Private 5G – another Telco bungle, or just Industrial Inertia? (Is the Window really 
Closing?)                                                August 31, 2021

Most "Vertical’ Licences", so far, remain attached to PoCs. 

So the early interest is from ‘Industrial Leaders’, often with vested interests in Selling 
solutions Over-the-Top, to kick the tyres on Private 5G. 

And the Number of fully-fledged deployments are limited, 

if you look at the Names of the Licensees, more than half (50%) of them are 
strictly speaking Non-Commercial. 

Either,
1. they are Research and / or Proofs, as you rightly mention, or [else] 

2. they are System-Integrator (SI) Deployments – [all of which] want to Test and 
    Showcase 5G Solutions they are looking to provide to clients.

The question then becomes what level of PNI-NPN will emerge as the most successful.” 



 NPN/SNPN  



NPN/SNPN  Mapping Solutions to Key Issues - 3GPP Rel. 17
Key Issues 

Nr        
Solutions

                          #1                         
Enhancements to Support SNPN 
along with Credentials owned by 
an Entity separate from the SNPN 
 

                           #2:                           
     NPN support for Video, 
Imaging and Audio for 
Professional Applications (VIAPA)

                       #3                      
Support of IMS Voice and 
Emergency Services for 
SNPN

                     #4                         
       UE Onboarding and 
Remote Provisioning 

                         #5                          
Support for Equivalent SNPNs

             #6                 
Support of Non 3GPP 
Access for NPN 
Services 

1 X X
2 X X
3 X
4 X
5 X
6 X

7 X
8 X
9 X

10 X
11 X
12 X
13 X
14 X
15 X
16 X
17 X
18 X
19 X
20 X
21 X
22 X
23 X
24 X
25 X
26 X
27 X
28 X
29 X
30 X
31 X
32 X
33 X
34 X
35 X
36 X
37 X
38 X
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NPN/SNPN  Mapping Solutions to Key Issues - 3GPP Rel. 18 - "5G Advanced" Support for Equivalent SNPNs

1. Key Issue #1: Enabling support for idle and Connected mode 
Mobility between SNPNs without New Network selection

2.    Key Issue #2: Support of Non-3GPP Access for SNPN

3. Key Issue #3: Enabling NPN as hosting network for providing  
Access to Localized Services

4. Key Issue #4: Enabling UE to Discover, Select and Access 
NPNs as Hosting Network and receive Localized Services

5. Key Issue #5: Enabling Access to Localized Services via a 
Specific Hosting Network

6.    Key Issue #6: Support for returning to Home Network 

Ref. 3GPP, Rel. 18, April., 2022)



NPN/SNPN  Mapping Solutions to Key Issues - 3GPP Rel."5G Advanced" Support for Equivalent SNPNs

Ref. 3GPP, Rel. 18, May., 2022)

1. Key Issue #1: Enabling support for idle and Connected mode 
Mobility between SNPNs without New Network selection

2.    Key Issue #2: Support of Non-3GPP Access for SNPN

3. Key Issue #3: Enabling NPN as hosting network for providing  
Access to Localized Services

4. Key Issue #4: Enabling UE to Discover, Select and Access 
NPNs as Hosting Network and receive Localized Services

5. Key Issue #5: Enabling Access to Localized Services via a 
Specific Hosting Network

6.    Key Issue #6: Support for returning to Home Network 



NPN/SNPN  Mapping Solutions to Key Issues - 3GPP Rel."5G Advanced" Support for Equivalent SNPNs

Ref. 3GPP, Rel. 18, Aug., 2022)

NPN/SNPN  Mapping Solutions to Key Issues - 3GPP Rel."5G Advanced" Support for Equivalent SNPNs

1. Key Issue #1: Enabling support for idle and Connected mode 
Mobility between SNPNs without New Network selection

2.    Key Issue #2: Support of Non-3GPP Access for SNPN

3. Key Issue #3: Enabling NPN as hosting network for providing  
Access to Localized Services

4. Key Issue #4: Enabling UE to Discover, Select and Access 
NPNs as Hosting Network and receive Localized Services

5. Key Issue #5: Enabling Access to Localized Services via a 
Specific Hosting Network

6.    Key Issue #6: Support for returning to Home Network 



Solution #1: Enable efficient Mobility via Equivalent SNPNs

The solution addresses Key Issue (KI) #1 "Enhanced Mobility between 
SNPNs without new network selection".

The solution utilizes a List of SNPN Identities (i.e. a List of 
combinations of PLMN ID and NID) to enable UE with one (1) Single 
SNPN Subscription to efficiently access different SNPNs without 
performing new network selection. 

The list is implemented by the similar logic as the List of 
Equivalent PLMNs, as specified in TS 5G System Architecture 
Rel. 17, clause 5.18.2a. 

The Solution also re-use existing Function as specified in clause 
5.18.1 of TS 5G System Architecture, Rel. 17, where different 
combination of PLMN ID and NID can point to the same 5GC.





1. List of Equivalent PLMNs, as specified in TS 5G System Architecture 
Rel. 17, clause 5.18.2a. 

2. The Solution re-use existing Function as specified in clause 5.18.1 of TS 5G 
System Architecture, Rel. 17, where different combination of PLMN ID and NID 
can point to the same 5GC.

5.18 Network Sharing   5.18.1 General concepts
A network sharing architecture shall allow multiple participating operators to share resources of a 
single shared network according to agreed allocation schemes. The shared network includes a radio 
access network. The shared resources include radio resources.
The shared network operator allocates shared resources to the participating operators based on their 
planned and current needs and according to service level agreements.
In this Release of the specification, only the 5G Multi-Operator Core Network (5G MOCN) network 
sharing architecture, in which only the RAN is shared in 5G System, is supported. 5G MOCN for 5G 
System, including UE, RAN and AMF, shall support operators' ability to use more than one PLMN 
ID (i.e. with same or different country code (MCC) some of which is specified in TS NAS for UE in 
Idle mode and different network codes (MNC)) or combinations of PLMN ID and NID. 5G MOCN 
supports NG-RAN Sharing with or without multiple Cell Identity broadcast as described in TS NG 
RAN. 

5G MOCN also supports the following sharing scenarios involving non-public networks, i.e.NG-
RAN can be shared by any combination of PLMNs, PNI-NPNs (with CAG), and SNPNs (each 
identified by PLMN ID and NID).
NOTE 1:                PNI-NPNs (without CAG) are not explicitly listed above as it does not require additional NG-RAN 
sharing functionality compared to sharing by one or multiple PLMNs.

In all Non-Public Network sharing scenarios, each Cell Identity … is associated with one (1) of the following 
Configuration options:
- one or multiple SNPNs;
- one or multiple PNI-NPNs (with CAG); or
- one or multiple PLMNs only.
NOTE 2: This allows the assignment of Multiple Cell Identities to a Cell and also allows the cell identities to be 
independently assigned, i.e. without need for coordination, by the network sharing partners, between PLMNs and/or non-
public networks.
NOTE 3: Different PLMN IDs (or combinations of PLMN ID and NID) can also point to the same 5GC. When 
same 5GC supports multiple SNPNs (identified by PLMN ID and NID), then they are not used as equivalent SNPNs for a 
UE.
NOTE 4: There is no standardized mechanism to avoid paging collisions if the same 5G-S-TMSI is allocated to 
different UEs by different PLMNs or SNPNs of the shared network, as the risk of paging collision is assumed to be very 
low. If such risk is to be eliminated then PLMNs and SNPNs of the shared network needs to coordinate the value space of 
the 5G-S-TMSI to differentiate the PLMNs and SNPNs of the shared network.  



Solution #1 to Key Issue #1: Enabling support for Idle and Connected mode Mobility between SNPNs 
without New Network Selection through Solution #1: 

The key issue #1 is addressed for supporting the Equivalent SNPNs:

- Solution#1 considers the UE has either a Subscription of Source or Target SNPN while the Subscription 
can be used to access both, or the UE has the credential from a Credentials Holder (CH) that can be used 
to access both Source and Target SNPNs (e.g. the UE has Subscription of Source SNPN and Access the 
Target using the Credentials from Source SNPN being a CH, or UE Access Source and Target SNPNs 
using the Credentials from another CH.

1.  Idle Mode Mobility:
-  Solution#1 addresses this by:
- Providing the UE with a list of SNPN Identities to the UE that the UE consider as "Equivalent" to the 

registered SNPN during Cell (re)selection avoiding the need to perform Network Selection at Inter-SNPN 
change.

2. Connected Mode Mobility:
- Solution#1 addresses this by:
- Allowing equivalent SNPNs belonging to the same administrative entity being included in the MRL  
  (Mobility Restriction List) sent to NG-RAN.

- PDU Session Continuity is enabled for the case when the equivalent SNPNs belong to the same   
      Administrative Entity.

The Use Case (UC) for supporting equivalent SNPNs within an RA would result into two (2) or more 
SNPNs that are Geographically overlapping or adjacent to each other and the UEs are moving between the 
two (2) or more SNPNs such that the UEs would create frequent Mobility Registration Updates unless the 
two (2) or more SNPNs are added to the same RA. 

The Support of equivalent SNPNs impacts UE, AMF and NG-RAN. 
Ref: 3GPP, NPNs/SNPNs, Rel. 18, Aug., 2022

If equivalent SNPNs within an RA is to be supported, then NAS 
can be extended with a new Partial tracking area identity list – 
type of list that includes also the NID (together with the MCC 
and MNC), and NGAP can be extended allowing the TAI list to 
be associated to different SNPNs e.g. by adding a new TAI 
encoding for SNPNs.

NOTE 3: For ensuring TAI list to work with 
Equivalent SNPNs, the NID must be defined to be 
unique, i.e. the UE will by default assume it is 
unique. The NID included in the new Partial 
tracking area must be configured such that NID is 
unique at least across the Registration Areas.



Solution #20: Access SNPN via 3GPP and N3GPP AN   
                       using same Credentials and Credential   
                       Holder (CH)

                                      and

Solution #21: Support for NSWOF in SNPN

This solution addresses KI#2: Support of Non-3GPP 
                                                    Access for SNPN

Many Enterprise Networks have existing deployments 
with Non-3GPP Network Infrastructure (WLAN or Wireline 
Access) using the AAA Server to Authenticate the End-
Devices. 

The addition of SNPN deployments could leverage the 
already provisioned identities and credentials to authenticate 
devices accessing SNPN via 3GPP and non-3GPP Access 
Networks, both connecting to 5GC via a CH (AAA server) 
external to the SNPN.

Ref: 3GPP, NPNs/SNPNs, Rel. 18, Aug., 2022



Summary: Access SNPN via 3GPP and N3GPP AN using 
same Credentials and Credential Holder (CH)

Solutions on KI#2: Support of Non-3GPP                 
                                 Access for SNPN

Many Enterprise Networks have existing deployments 
with Non-3GPP Network Infrastructure (WLAN or Wireline 
Access) using the AAA Server to Authenticate the End-
Devices. 

The addition of SNPN deployments could leverage the 
already provisioned identities and credentials to authenticate 
devices accessing SNPN via 3GPP and non-3GPP Access 
Networks, both connecting to 5GC via a CH (AAA server) 
external to the SNPN.

Ref: 3GPP, NPNs/SNPNs, Rel. 18, Aug., 2022

Table 7.2-1: Evaluation of solutions for Key Issue 2



NPN/SNPN  Mapping Solutions to Key Issues - 3GPP Rel."5G Advanced" Support for Equivalent SNPNs

Ref. 3GPP, Rel. 18, Aug., 2022)

NPN/SNPN  Mapping Solutions to Key Issues - 3GPP Rel."5G Advanced" Support for Equivalent SNPNs

1. Key Issue #1: Enabling support for idle and Connected mode 
Mobility between SNPNs without New Network selection

2.    Key Issue #2: Support of Non-3GPP Access for SNPN

3. Key Issue #3: Enabling NPN as hosting network for providing  
Access to Localized Services

4. Key Issue #4: Enabling UE to Discover, Select and Access 
NPNs as Hosting Network and receive Localized Services

5. Key Issue #5: Enabling Access to Localized Services via a 
Specific Hosting Network

6.    Key Issue #6: Support for returning to Home Network 





PALS Consolidated Potential Requirements (CPR)       
                                                                                          
                                   

NOTE  1:    Both the Home and the Hosting 
                    Network can be a PLMN  or NPN.

NOTE  2:     Only Subscribers of a Public 
                     Network can roam into a PLMN.



User Manual Selection of Localized Services via 
Hosting Network

UE Configuration, Provisioning, Authentication &  
Authorization

PALS Consolidated Potential Requirements (CPR) -    NOTE  1:    Both the Home and the Hosting Network can be a PLMN or NPN.
                                                                                                                     NOTE  2:     Only Subscribers of a Public Network can roam into a PLMN.



Hosting Network Localized Services and Home 
Operator Services Returning to Home Network

PALS Consolidated Potential Requirements (CPR) -    NOTE  1:    Both the Home and the Hosting Network can be a PLMN or NPN.
                                                                                                                                       NOTE  2:     Only Subscribers of a Public Network can roam into a PLMN.
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Use Cases
1. Localized Mobile Metaverse Service Use Cases
2. Mobile Metaverse for 5G-enabled Traffic Flow Simulation 

and Situational Awareness

Figure: Service offering relevant information are anchored in Space 



30

Use Cases:  3  Collaborative and Concurrent Engineering in Product Design using Metaverse Services 
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5G Tactile and Multi-modal VR Communication Service



32

Use case - 5G Immersive Multi-modal Virtual Reality (VR) Application Key Performance Requirements



PALS The Application Layer Approaches require 5G Network 
to expose Network Capabilities for Localized Services 
As shown in the Figure, the e-Agreement is established among 
Service Operators, e.g. SP-A, SP-B, and SP-C have no SLAs in 
place for the Services provided by SP-A’s Hosting Network - A. 

The SP-A Operator creates an e-Agreement which provides the 
Localized Service Configuration. 

The SP-B and SP-C Operators can subscribe this Localized Service 
with required Service Policies for their UEs. 

The SP-B and SP-C can then configure their UEs for Localized 
Service.

Based on the e-Agreement, the Hosting Network can be configured 
with Localized Service at a specific time & location for its 
subscribers (other Network Operator), e.g. Localized Service 
Policies of Time, Location, Network-A Access Parameters, 
including Spectrum, Access Technologies (3GPP or non-3GPP), 
Network Slice, Charging Policies, and Subscriber’s Network 
Policies for Authentication, and Routing. 



Interworking between Networks Operators and Application Providers for Localized Services 
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PALS Interworking between Networks Operators and Application Providers for Localized Services 



PALS Interworking between Networks Operators and Application Providers for Localized Services 



5G NFs SFC  - Service Function Chaining

Solutions shall build on the 5G System Architectural Principles including Flexibility and Modularity for newly introduced functionalities (3GPP 
defined FMSS).

- Service path (i.e. for Traffic handled by the Service Functions (SFs)) is traversed over N6 after PSA UPF(s) in 5G network.

Currently, the SMF may be configured with the Traffic Steering policy related to the mechanism enabling traffic steering to the N6-LAN, DN 
and/or DNAIs associated with N6 traffic routing requirements provided by the AF. 

- UPF with SFC capabilities need to support flexible SFC configuration for a PDU session that 
requires different SFC processing for different Applications. 
For allowing an AF, e.g. a 3rd Party AF, to request predefined SFC for Traffic Flow(s), etc. (when the 
AF belongs to a 3rd Party, this is based on Service Level Agreement (SLA) with the 3rd Party).  
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           AEF (APIs Exposure Function)  
Capabilities 
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1. Enabling Applications/Services Exposure Frameworks

Potential enhancements in CAPIF and Application Enablement Frameworks (e.g. SEAL, EDGEAPP, VAL - 
Vertical Application Layers) to support the Subscriber-aware Northbound API Access (SNA), .

Fig.: Business Relationship in SNA



42

1. Enabling Applications/Services Exposure Frameworks

Potential enhancements in CAPIF and Application Enablement Frameworks (e.g. SEAL, EDGEAPP, Vertical 
Enabler Layers) to support the Subscriber-aware Northbound API Access (SNA), .

Figure: UE-originated API invocation Figure 4.2.1-1: AF-originated API invocation

or

Fig.: Business Relationship in SNA
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 5G UE Service Access Identities and Service Access Categories Configurations

Table 1: 5G User Equipment (UE) Service Access Identities Configuration

P.S.  “Mobility” in 5G with Rel. 15 is re-defined and classifying the UE into 4 (four) Categories of Mobility (namely UEs that are “Stationary”, “Nomadic” (within a constrained area) and WAN/Mobile as well as introducing IP Anchor  
          node and UE Relay. D.S. 

Table 2: 5G User Equipment (UE) Service Access Categories Configuration 



44

1. Enabling Applications/Services Exposure Frameworks
CAPIF-6 and CAPIF-6e Reference Points connect two CAPIF Core Functions located in the same or different PLMN Trust Domains, respectively.

 The reference points allows API invokers of a CAPIF Provider to utilize the Service APIs from the 3rd Party CAPIF Provider or another CAPIF 
Provider within trust domain.

The API Invoker supports 
several Capabilities such as 
supporting

- the Authentication and 
obtaining Authorization and 
Discovering using CAPIF-
1/CAPIF-1e Reference Point

- invoking the Service APIs 
using CAPIF-2/CAPIF-2e 
Referenced Point

Figure: CAPIF Interconnection Functional Model



Ref. 3GPP Subsrciber APIs Enablem., Rel. 18, Aug. 2022

Fig.: Business Relationship in SNA
Fig.: Functional Model for the CAPIF with SNA enhancements 



Ref. 3GPP Subscriber APIs Enablement., Rel. 18, Aug. 2022

Fig.: 5G CAPIF Core Function (CF) Deployment of the Authorization Function 

5G CAPIF Core Function and Deployment of the Authorization Function   

Fig.: 5G enhanced CAPIF deployment by different Organizations within the PLMN



5G CAPIF Core Function and EDGEAPP Architecture EES



5G EDGEAPP Architecture with Edge and Cloud Server Deployment (for ACR between EAS and CAS with CES) 

Ref. 3GPP Subscriber APIs Enablement., Rel. 18, Aug. 2022

Figure: 5G Architecture with Cloud Application Server (CAS) and without Cloud Enabler Server (CES) Figure: 5G Illustration of Application Architecture with Edge and Cloud Server 
Deployment 
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Dependent on the Use Case (UC), the EEL (Edge Enabling 
Layer) may apply different additional criteria to determine this 
common EAS. 

E.g., it could be desirable to determine the EAS so that the 
Latency for all the ACs in the session is approximately the same 
or that the Latency for a specific AC is minimized. 

There is further utilization of Capabilities related to EEL (Edge 
Enabling Layer) and AEF (API Exposing Function) and 5G NDL 
(Network Data Layer) specified and stored NF’s Application 
Context (ACR/ACT, Application Context Relocation/Application 
Context Transfer) for assuring Service Continuity between S-EAS 
and T-EAS) as well as Data Traffic split rendering between EASs 
and CAS (Cloud Application Server). 



5G ACT  & ACR (Application Context Transfer & Application Context relocation



Fig.: NSCE-C 

+

3GPP 5G UE New Services Enablement Clients (UAC - Unified Access Control for Access Identities & Access Categories  

++

Fig.: ADAE-C 

+ +

Fig.: AF-originated 
   
     API Invocation 

Fig.: Edge 
DNS Client 
Functionality

Fig.: Architecture for enabling Edge 
Applications - SBI representation

+

Fig. FLC leveraging 
SEAL LM 

IoT Platform 
Common 

Services (IoT-
PCS) Client(s)



URSP - UE Route Selection Policy URSP
The URSP is defined and is a set of one or more URSP rules, where a URSP rule is composed of:

a)  A precedence value of the URSP rule identifying the precedence of the URSP rule among all the existing URSP rules;
b) A  traffic descriptor, including either:

1)match-all traffic descriptor; or
2)at least one of the following components:

A) one or more application identifiers;
B) one or more IP 3 tuples: Destination/ 1.  IP Address 2. Port nr, & 3. the Protocol
C) one or more non-IP descriptors, i.e. destination information of non-IP traffic;
D) one or more DNNs;
E) one or more connection capabilities; and
F) one or more domain descriptors, i.e. destination FQDN(s) or a regular expression as a Domain Name matching criteria; and 

c)one or more route selection descriptors each consisting of a precedence value of the route selection descriptor and either

1) one PDU session type and, optionally, one or more 
      of the followings:

A) SSC mode;
B) 1 or more S-NSSAIs;
C) 1 or more DNNs;
D) Void;
E) preferred Access Type; 
F)Multi-Access Preference;
G) a Time Window; and
H) Location Criteria;

2) non-seamless non-3GPP offload indication; or
3) 5G ProSe Layer-3 UE-to-network relay offload indication.  
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Functional Description for Supporting Edge Computing

EASDF - Edge Application Server Discovery Function 

Functional Description

The Edge Application Server Discovery Function (EASDF) includes one (1) or more of the following Functionalities:

- Registering to NRF for EASDF Discovery and Selection.

- Handling the DNS messages according to the instruction from the SMF, including:

- Receiving DNS message handling Rules and/or BaselineDNSPattern from the SMF.
- Exchanging DNS messages from the UE.

- Forwarding DNS messages to C-DNS or L-DNS for DNS Query.
- Adding EDNS Client Subnet (ECS) option into DNS Query for an FQDN.

- Reporting to the SMF the information related to the received DNS messages.

- Buffering/Discarding DNS response messages from the UE or DNS Server.

- Terminates the DNS security, if used.

The EASDF has direct User Plane Connectivity (i.e. without any NAT) with the PSA UPF over N6 for the transmission of 
DNS signalling exchanged with the UE. The deployment of a NAT between EASDF and PSA UPF is not supported.

Multiple EASDF instances may be deployed within a PLMN.

The interactions between 5GC NF(s) and the EASDF take place within a PLMN.

Fig.: 5GC Connectivity Models for Edge 
Computing

Fig.: 5GS providing Access to EAS with UL CL/BP for Non-Roaming Scenario



54

5G UPF Enhancements for Service Exposure and SBA support (UPEAS) & Group Management 
for Communication Enhancements 

Improving 5CN Capabilities for the 5G specified 4 Service enablement Architectures for New Services 
1) Avoiding Duplicate Data Transfer & Reducing Transmission Path enabling the 5CN Services 

directly "Subscribe/Unsubscribe" on UPF Services for QoS Monitoring Latency Report,

2) Retrieving the UPF original status or Real-Time Service Flow Information in NWDAF, e.g., to 
facilitate Data Collection & Analysis considering efficient sampling intervals for the different Services. 

3) UPF Event Exposure e.g. for 5G IoT Solutions require interfacing of UPF to NEF/Local NEF for 
Network Information Exposure to an Application Server (e.g. in IoT-PCS (IoT Platform Common 
Services) servers enabling a set of Applications deployed using corresponding Servers (IoT-App), 
which may belong to different verticals & further insights into Scenarios in which an IoT Platform 
interfaces with the 5G CN to request future Background Data Transfer (BDT) Policies on behalf of IoT 
Servers. 

While the UPF is in the role of "Consumer" of the 5G CN Services, i.e. the UPF can register its NF 
Profile in the 5G CN with related Nupf Service Information & does not describe Services provided 
by the UPF itself.

The 5GC potential enhancements on Generic Group Management, Exposure & Communication 
enhancements (that can be specifically utilized in Slicing & equivalent NPN/SNPNs inter-operability & 
roaming, etc.), aim to enhance Group Attribute Management & Group Status Event Reporting, 
Set/Modify the Group Attributes as Provisioning of Service Area or QoS Applicable to each UE 
of a given group; Subscribe to Group Status Event Reporting for the Event "Newly Registered or 
(De)-Registered Group Member", Whether & How to enhance NEF Exposure Framework to enable 
Capability Exposure for Provisioning of Traffic Characteristics & Monitoring of Performance 
Characteristics Applicable to each UE of a given group, Support Group Communication for a 5G VN, 
which supports multiple SMFs, including support of SMF redundancy for reliability of the 5G VN 
Group Communication. 
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Architecture for enabling E2E Edge Services
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The OPG believes that, for Operators to develop a Federated 
Edge Computing Platform such as the OP,  Requirements must 
be enforceable in Contracts by a Published Set of Standards.

To this end, the OPG proposes selecting ETSI ISG 
MEC and 3GPP to provide a Standard Reference for 
an Edge Service End to End (E2E) definition.

We note that 3GPP EDGEAPP Architecture and ETSI ISG 
MEC Architecture could complement each other in a way 
that is acceptable to OPG.
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Alignment/Comparison of 3GPP 5G EDGEAPP EAS Profile/Registration and ETSI MEC Application (MEA appInfo) 

3GPP, 5G enhanced Architect for enabling Edge Applications.,  Rel. 18, , Sept. 2022



Deployment and Evolution options of EDGEAPP and ETSI MEC Platforms (Informative): 
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Relationship of Edge Computing Service Players taking into account Federation, Service and Roaming Agreements between

Edge Communication Service Providers (ECSPs) 

PLMN Operators, 

Application Service Providers (ASPs) and 

End Users 



613GPP, 5G System Enhancements for Edge Computing, Rel. 18, Feb., 2022

KI#1: Accessing EHE (Edge Hosting Environment) in a VPLMN 
           when Roaming

KI#2: Fast and efficient Network Exposure Improvements

KI#3: Policies for Finer Granular Sets of UEs

KI#4: Influencing UPF and EAS (re)location for Collections of UEs

KI#5: GSMA OPG Impacts and Improvements for EHE Operated by 
           Separate Party

KI#6: Avoiding UE to switch away from EC PDU Session

KI#7: Obtain and Maintain Mapping Table between IP Address/IP 
           Range with DNAI

5G System Enhancements  for Edge Computing in 5G Advanced" 
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3GPP, 5G System Enhancements for Edge Computing, Rel. 18, May, 2022

KI#1: Accessing EHE in a VPLMN when Roaming

KI#2: Fast and efficient Network Exposure Improvements

KI#3: Policies for Finer Granular Sets of UEs

KI#4: Influencing UPF and EAS (re)location for Collections of UEs

KI#5: GSMA OPG Impacts and Improvements for EHE Operated   
           by  Separate Party

KI#6: Avoiding UE to switch away from EC PDU Session

KI#7: Obtain and Maintain Mapping Table between IP Address/IP   
           Range with DNAI

5G System Enhancements  for Edge Computing in 5G Advanced" 
Table       : Solution-Key Issue Matrix
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3GPP, 5G System Enhancements for Edge Computing, Rel. 18, Sept, 2022

KI#1: Accessing EHE in a VPLMN when Roaming

KI#2: Fast and efficient Network Exposure Improvements

KI#3: Policies for Finer Granular Sets of UEs

KI#4: Influencing UPF and EAS (re)location for Collections of UEs

KI#5: GSMA OPG Impacts and Improvements for EHE Operated   
           by  Separate Party

KI#6: Avoiding UE to switch away from EC PDU Session

KI#7: Obtain and Maintain Mapping Table between IP Address/IP   
           Range with DNAI

5G System Enhancements  for Edge Computing in 5G Advanced" Table       : Solution-Key Issue Matrix



5G System Enhancments - EAS Deployment Information Management  

EAS Deployment Information Management refers to the capability to 
- Create, 
- Update or 
- Remove EAS Deployment Information from AF and the distribution to the SMF. 

The NEF is in charge of the Management of EAS Deployment Information which may be 
stored in UDR.

The EAS Deployment Information indicates how Edge Services are deployed in each Local 
part of the DN, the description of EAS Deployment Information is shown in Table

The EAS Deployment Information Management procedures are described in this 
clause, the procedures are independent of any PDU Session, including:

- The procedure for EAS Deployment Information management from AF via the NEF.

- The procedure for EAS Deployment Information management in the SMF.

-       The procedure for BaselineDNSPattern Management in the EASDF. 

    3GPP 5GS enhancements for Edge, Rel. 17 June, Rel. 18, Sept. 2022  



Solution 29 (KI#3): Use of Internal Group ID and 
Constraints in EDI (EAS Deployment 
Information)

To identify a finer granularity of UEs, Internal Group 
ID is to be used. 

There is no practical limit for how many Internal 
group IDs that can be assigned in a 5GS. 

The structure of an Internal Group ID is as follows:

A UE can be associated with a number of Internal 
Group IDs as per 5G System Architecture. 

Stage 3 has not specified any limit for how many 
internal groups a UE can be associated with.

To support different constraints related to EC, the 
solution uses EDI, which is enhanced with a 
constraints field that tells under which constraints 
the EDI record applies. 

The EDI can be provisioned by an operator though 
OAM to UDR (or via NEF) or the EDI can be 
provided by an AF.

    3GPP 5GS enhancements for Edge, Rel. 17 June,2022 &  Rel. 18, Sept. 2022  



663GPP, 5G enhanced Architect for enabling Edge Applications.,  Rel. 18, March 2022

Key issue #1: Enhanced notification service to the EEC
Key issue #2: Enablement of Service APIs exposed by EAS
Key issue #3: Enhancements to Service Continuity Planning
Key issue #4: EDGE-5
Key issue #6: Edge Services support across ECSPs
Key issue #7: Application traffic filter exposure
Key issue #8: EAS selection synchronization
Key issue #9: Enhancement of dynamic EAS instantiation triggering
Key issue #10: Support for Roaming UEs
Key issue #11: ACR between EAS and Cloud Application Server (CAS)
Key issue #12: EEL service differentiation
Key issue #13: Edge Enabler Layer (EEL) support for EAS 
                         Synchronization
Key issue #14: Application traffic influence for initially selected EAS
Key issue #15: Support of constrained devices for Edge
Key issue #16: Support of NAT (Network Address Translation) deployed 
                        within the Edge Data Network
Key issue #17: Discovery of a common EAS
Key issue #18: Linkage between EASs
Key issue #19: ACR scenario combination 
Key issue #20: Method of supporting Federated EAS Service

5G Enhanced  Architecture (EDGEAPP ) for enabling Edge Applications in 5G Advanced" 
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5G Enhanced  Architecture (EDGEAPP ) for enabling Edge Applications in 5G Advanced" 

3GPP, 5G enhanced Architect for enabling Edge Applications.,  Rel. 18,  , June 2022

Key issue #1: Enhanced notification service to the EEC
Key issue #2: Enablement of Service APIs exposed by EAS
Key issue #3: Enhancements to Service Continuity Planning
Key issue #4: EDGE-5
Key issue #6: Edge Services support across ECSPs
Key issue #7: Application traffic filter exposure
Key issue #8: EAS selection synchronization
Key issue #9: Enhancement of dynamic EAS instantiation triggering
Key issue #10: Support for roaming Ues
Key issue #11: ACR between EAS and Cloud Application Server (CAS)
Key issue #12: EEL service differentiation
Key issue #13: Edge Enabler Layer (EEL) support for EAS 
                         Synchronization
Key issue #14: Application traffic influence for initially selected EAS
Key issue #15: Support of constrained devices for Edge
Key issue #16: Support of NAT (Network Address Translation) deployed 
                        within the Edge Data Network
Key issue #17: Discovery of a common EAS
Key issue #18: Linkage between EASs
Key issue #19: ACR scenario combination 
Key issue #20: Method of supporting Federated EAS Service

Key issue #21: Simultaneously EAS connectivity in ACR
Key issue #22: EAS discovery in Edge Node sharing scenario
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5G Enhanced  EDGEAPP Architecture for enabling Edge Applications in "5G Advanced" 

 3GPP, 5G enhanced Architect for enabling Edge Applications.,  Rel. 18, July 2022

Key issue #1: Enhanced notification service to the EEC
Key issue #2: Enablement of Service APIs exposed by EAS
Key issue #3: Enhancements to Service Continuity Planning
Key issue #4: EDGE-5
Key issue #6: Edge Services support across ECSPs
Key issue #7: Application traffic filter exposure
Key issue #8: EAS selection synchronization
Key issue #9: Enhancement of dynamic EAS instantiation triggering
Key issue #10: Support for roaming Ues
Key issue #11: ACR between EAS and Cloud Application Server (CAS)
Key issue #12: EEL service differentiation
Key issue #13: Edge Enabler Layer (EEL) support for EAS 
                         Synchronization
Key issue #14: Application traffic influence for initially selected EAS
Key issue #15: Support of constrained devices for Edge
Key issue #16: Support of NAT (Network Address Translation) deployed 
                        within the Edge Data Network
Key issue #17: Discovery of a common EAS
Key issue #18: Linkage between EASs
Key issue #19: ACR scenario combination 
Key issue #20: Method of supporting Federated EAS Service
Key issue #21: Simultaneously EAS connectivity in ACR
Key issue #22: EAS discovery in Edge Node sharing scenario

Key issue #23: Reliable Edge Service
Key issue #24: SEAL Capability Access for EEL Support
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5G Enhanced  EDGEAPP Architecture for enabling Edge Applications in "5G Advanced" 

3GPP, 5G enhanced Architect for enabling Edge Applications.,  Rel. 18, , Sept. 2022

Key issue #1: Enhanced notification service to the EEC
Key issue #2: Enablement of Service APIs exposed by EAS
Key issue #3: Enhancements to Service Continuity Planning
Key issue #4: EDGE-5
Key issue #6: Edge Services support across ECSPs
Key issue #7: Application traffic filter exposure
Key issue #8: EAS selection synchronization
Key issue #9: Enhancement of dynamic EAS instantiation triggering
Key issue #10: Support for roaming Ues
Key issue #11: ACR between EAS and Cloud Application Server (CAS)
Key issue #12: EEL service differentiation
Key issue #13: Edge Enabler Layer (EEL) support for EAS 
                         Synchronization
Key issue #14: Application traffic influence for initially selected EAS
Key issue #15: Support of constrained devices for Edge
Key issue #16: Support of NAT (Network Address Translation) deployed 
                        within the Edge Data Network
Key issue #17: Discovery of a common EAS
Key issue #18: Linkage between EASs
Key issue #19: ACR scenario combination 
Key issue #20: Method of supporting Federated EAS Service
Key issue #21: Simultaneously EAS connectivity in ACR
Key issue #22: EAS discovery in Edge Node sharing scenario
Key issue #23: Reliable Edge Service
Key issue #24: SEAL Capability Access for EEL Support



3GPP, 5G enhanced Architect for enabling Edge Applications.,  Rel. 18, , Sept. 2022

5G Enhanced Architecture for enabling Edge Applications - Summary Sept 2022 
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Analytics NWDAF/MDAF/MDAS + ADAES 
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5G Network Reference Architecture for Data Collection and 
Reporting 

The Reference Architecture envisages a Set of high-level Procedures by 
which Data is collected by a Network Data Analytics Function 
(NWDAF) from UE Application(s) via an intermediary Application 
Function (AF). 

The intermediary Application Function (AF) envisaged in [4] is here 
named the Data Collection AF.

It is intended that this Reference Architecture be instantiated in Domain-
specific ways to suit the needs of different features of the 5G System. 

The Reference Architecture may be instantiated separately in different 
Slices of a network.

The Services defined in the present Reference Architecture may be 
exposed to Parties outside the Trusted Domain via the NEF. 

The Data Collection AF may support CAPIF [8] to provide APIs to 
other Applications (i.e. API invokers), as defined in clause 4.7.2.

3GPP, 5G Data Collect & Reptorting Architecture, Rel. 17, June 2022 

Figure: 5G Reference Architecture for Data Collection and Reporting in Reference Point  
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Service-Based Architecture (SBA) for Data Collection and Reporting
The Figure depicts the case where the Data Collection AF is deployed 
inside the Trusted Domain, while the Application Service Provider 
(ASP) and the AS may be deployed independently either Inside or 
Outside the Trusted Domain.

5G Network Reference Architecture for Data Collection and Reporting 

Figure: 5G Reference Architecture for Data Collection and Reporting in Service-based Architecture 
when the Data Collection AF is deployed outside the Trusted Domain  

Figure: 5G Reference Architecture for Data Collection and Reporting in Service-based Architecture 
when the Data Collection AF is deployed in the Trusted Domain 

The Figure below shows the Reference Architecture for Data 
Collection and Reporting in Service-based Architecture and 
depicts the Case where the Data Collection AF is deployed 
inside the Trusted Domain, while the Application Service 
Provider (ASP) and the AS may be deployed independently 
either inside or outside the Trusted Domain.



74

Solution  #4: Determining ML Model drift for improving Analytics 
Accuracy    

The Accuracy of Analytic output from an NWDAF depends very much on 
the Accuracy of the ML Model provided by the MTLF (Model Training 
Logical Function) NWDAF.

The Training Data that are used to train an ML Model are usually Historical 
Data (Data stored in the ADRF). 

The Validity/Accuracy of the ML Model depends on whether the Training 
Data used are up to Date with the Real-Time Network 
Configuration/Behaviour. 

For example, compared to When the Training Data were collected the 
Network Operator may configure Additional Network Resources to a 
Network Slice, or the Number of Users accessing Services via the Core 
Network may considerably increase (e.g. Tourist season in the Summer). 

Such Use Case (UC) may cause a Model Drift given that ML Model was not 
trained with up-to-date data.

There are many reasons that ML Model Drift can occur, but the main cause 
is a change of the Data with time.  

5G Network NWDAF Enabler for Automation 

Figure: 5G Model Drift detected at NWDAF MTLF (Model Training Logical Function) 
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Key Issue #1:   How to improve correctness of NWDAF Analytics

Key Issue #2: NWDAF-assisted Application Detection

Key Issue #3: Data and Analytics exchange in Roaming Case

Key Issue #4: How to Enhance Data Collection and Storage

Key Issue #5: Enhance trained ML Model sharing

Key issue #6: NWDAF-assisted URSP

Key Issue #7: Enhancements on QoS Sustainability Analytics

Key Issue #8: Supporting Federated Learning in 5GC  

Key Issue #9: Enhancement of NWDAF with finer Granularity of  
                        Location Information

Key Issue #10: Interactions with MDAS/MDAF 

Table: Mapping of solutions to key issues5G System NWDAF enhancements enabling automation 

3GPP, Rel 18, 5GS Enablers for Automation,  May, 2022
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5G ADAE internal Architecture based on 3GPP Data Analytics Framework

ADAE internal Architecture based on 3GPP Data Analytics Framework (DAF):

- 1)  NWDAF provides Network Data Analytics Services at the 5GC
- 2)  DCCF coordinates the Collection and Distribution of Data requested by NF/AF 
 Consumers.

 Data Collection Coordination is supported by a DCCF. Data Consumers can send 
Requests for Data to the DCCF rather than directly to the NF/AF Data Source.

- 3) ADRF stores Historical Data and/or Analytics, i.e., Data and/or Analytics 
related to past time  period that has been obtained by the Consumer. 

After the Consumer obtains Data and/or Analytics, Consumer may store Historical 
Data and/or Analytics in an ADRF. Whether the Consumer directly contacts the 
ADRF or goes via the DCCF or via the Messaging Framework is based on 
configuration.

ADAE Server can reuse the existing 3GPP Data Analytics Framework (DAF) for 
the Data Collection coordination, Delivery and Storage as provided by DCCF and 
ADRF Functionalities. 

As illustrated in Figure A-DCCF and A-ADRF can be defined as Functionalities 
within the internal ADAE Architecture and can offer similar Functionality as 
proposed in 5GC, but at Application Layer. 

In this model, an Application Layer - Data Collection and Coordination 
Function (A-DCCF) is used to fetch Data or put Data into an Application Level 
entity (e.g. A-ADRF, Data Source).   

Figure: 5G Application Data Analytics Enablement (ADAE) Generic Functional Model 
based on 3GPP Data Analytics Framework model  

Fig.: ADAE-C 

Fig.: 5G System Hierarchical (Cloud/Central and Edge/Local) deployment of ADAES  
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ADAE internal Architecture based on 3GPP Data Analytics Framework
Precondition: ADAE is provisioned with Data Source Profiles (Table Data Source Profile) for Data Sources 
in the Vertical Application Layer, Service Enablement Layer (e.g., SEAL Server/Client, EES/EEC, CAPIF 
entities), Core Network (e.g., OAM, DCCF, NWDAF), etc. 

Alternatively, ADAE may perform a discovery for the Data Source Profiles of Data Sources of interest.

1. ADAE determines data collection sources and processing operations based on the requirements in the 
data analytics request. For example, ADAE may determine whether data should be collected from the 
application layer, the service enablement layer, the core network, or whether a data processing task should 
be performed using data from multiple layers/sources.

2.ADAE may collect existing data that can meet or partially meet the requirements of the data analytics 
request from sources with the “Data source role” IE set as “repository” in the data source profile (e.g., 
SEALDD storage server, Application-ADRF).  

NOTE 1: ADAE Data Collection Requests/Responses may be realized via Subscriptions/Notifications. 

3. ADAE collects data from other identified data sources. The request and response for data collection from 
a data source are defined in 6.3.1.3-4 and 6.3.1.3-5.

4. ADAE performs data processing operations as determined in step 1 and/or required by policies. For 
example, data samples that target the same performance metrics but originate from different sources may 
be normalized and validated. Such processing may remove samples that are inconsistent across different 
sources and keep samples that achieve consensus across all sources.

5. The collected (and optionally processed) data can be optionally stored in available repositories, such as a 
SEALDD storage server, Application-ADRF, etc.  

The Data Source Profile includes Information about the Data Generation/Production Capability of the Data 
Source to support Data Collection for Data Analytics Service and the Availability/Accessibility of the 
Generated/Produced Data, as defined in Table 6.3.1.3-1.
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ADAE - Application Data Analytics Enablement Service

Key Issue #1: Support for Application Performance Analytics 

Key Issue #2: Support for Edge Analytics Enablement 

Key Issue #3: Support for Data Collection for Application Layer  
                       Analytics 

Key Issue #4: Key Issue on Interactions with SEAL Services 

Key issue #5: Support for Slice-related Application Data Analytics

Key issue #6: Support for Slice Configuration Recommendation 
                        Enablement 

Key issue #7: Support for Location Accuracy Analytics 

Key issue #8: Support for Service API Capability Analytics
    3GPP 5GS ADAES Rel. 18, Sept. 2022  
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Fig.: 5G System Hierarchical (Cloud/Central and 
Edge/Local) deployment of ADAES  Fig.: 5G System Architecture with Service-based UPF 

Table: 5G ADAE Services

5G System Architecture with Service-based UPF enhancements and ADAES (Application Data Analytics Enablement Services) 
The enhancements foresee UPF Event Exposure Framework Service(s) Registration/De-registration, & discovery via the 5G CN with support e. g. for Consumption of UPF 
Exposure Services by the 5G CN nodes, Trusted AF & other NFs (if needed) through the SBI (Service-based Interface) Nupf, introduced in the 5GS Architecture. The UPF is 
in the role of "Consumer" of 5G CN Services as UPF can register its NF Profile in NRF with related Nupf Service Information, but does not describe Services provided by the 
UPF itself. The existing UPF NF Profile parameters include e.g. S-NSSAI(s) & the associated NSI ID(s), DNN(s), IP range, Information about the Location of the UPF 
(Operator specific Information, e.g. Geographical Location, Data Centre), UPF Service Area (TAI List), DNAI. Besides, to support UPF Event Exposure Service, also Event 
Exposure Service Name, Supported Event ID(s) are provided with the UPF NF profile. SBI UPF Event Exposure Framework provides events related to PDU Sessions 
towards "Consumer" NF, allowing other NFs to subscribe & get notified of events happening on UPFs, as e.g. allow the NWDAF to collect Data indirectly for Network Data 
Analytics, QoS flow Bit Rate, Traffic Usage Report as e.g. UL/DL Data Rate (3GPP or WLAN Access). 
The enhancements related to ADAES in 5G (together with 3GPP introduced Data Analytics Function, NWDAF, to support Network Data Analytics Services in 5G CN & 
Management Data Analytics Service, MDAS, to provide Data Analytics at the OAM), ADAES aims to optimize the Application Service Operation, Edge/Cloud Analytics 
Enablement, Data Collection aspects per identified Application Data Analytics Service, Coordination of Data Collection from multiple sources & unified exposure of Data 
Analytics to the Vertical/ASP, defining, at an overarching layer, Value-add Application Data Analytics Services, which cover Stats/Predictions for the End-to-End 
(E2E) Application Services. 
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Fig.: 5G NWDAF MTLF Model drift detected  

5G NWDAF (Network Data Analytics Function) (with focus on AnLF (Analytics Logical Function) and MTLF (Model Training Logical Function)
The 5G Reference Architecture for Data Collection & Reporting envisages a set of high-level procedures by which Data is collected by a Network Data Analytics Function 
(NWDAF) from UE Application(s) via an intermediary Application Function (AF) (aka Data Collection AF). It is intended that this Reference architecture be instantiated in 
Domain-specific ways to suit the needs of different features of the 5G System (may be instantiated separately in different Slices of a Network)
The Services may be exposed to parties outside the Trusted Domain. The accuracy of Analytic output from an NWDAF depends very much on the accuracy of the ML 
Model provided by the MTLF (Model Training Logical Function) NWDAF. The Training Data that are used to train an ML Model are usually Historical Data (Data stored in the 
ADRF). The Validity/Accuracy of the ML Model depends on whether the Training Data used are up to date with the Real-Time Network Configuration/behaviour. E.g. 
compared to when the Training Data were collected the Network Operator may configure additional Network Resources to a Network Slice (SST), or the Number of 
Users accessing Services via the Core Network may considerably increase (e.g. Tourist season in the Summer). Such UCs may cause a Model Drift given that ML 
Model was not trained with up-to-date data. Hence, as shown in Fig.: below, NWDAF Solution Capability allows the Network to determine when an ML Model requires re-
training. 

Fig.: 5G Reference Architecture for Data Collection and Reporting     
with Data Collection AF deployed outside the Trusted domain Fig.: 5G NWDAF containing AnLF Aggregation/Voting Choses the Best 

Prediction

Fig.: 5G Accuracy in Training with NWDAF MTLF Training  
       Dataset vs NWDAF AnLF Accuracy in Use with Live 

Network Dataset  
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IoT-PCS SEAL
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5G Application Capability for IoT Platforms 

 The Figure depicts the resulting deployment. Note that this deployment aligns with 
the distributed network exposure access model introduced by the solution in clause 
5.2, while using the proposed IoT-PCS-specific instances of SEAL reference points.

The depicts a generic IoT Platform with IoT Platform Common Services (IoT-PCS) 
Servers enabling a Set of Applications deployed using corresponding servers (IoT-
App), which may belong to different verticals. 

On the Device side, corresponding IoT-PCS and IoT-App Clients enable the Client-
side functionality.

For Inter-Service Communications, an IoT-App SEAL Server communicates with the 
IoT-PCS server over the SEAL-X3 Reference Point. 

In this deployment, both SEAL Servers provide Network Exposure Access, resulting 
in a Distributed Network Exposure Access Deployment.

    3GPP 5G Application Capability for IoT Platforms, Rel. 18, July 2022 

Figure: 5G Functional Model for IoT-PCS (Distributed Network Exposure Access) 
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 5G SEAL Data Delivery (SEALDD) Enabler for Vertical 
Applications

Illustration of the Application Enabling Layer (AEL) Platform Architecture, 
Capabilities and Services to efficiently support 

- Distribution, 
- Storage and 
- Delivery for the Application Content/Data for Vertical Applications.

It takes into consideration the Existing Stage 1 and Stage 2 work within 3GPP 
related to  Data Delivery and 3GPP System User Plane aspects specified in 5G 
Service Requirements & Architectural enhancements for 5G Multicast-Broadcast 
Services 

 

3GPP 5G Application Capability for IoT Platforms, Rel. 18, July 2022 

Figure: 5G Architecture for SEAL Data Delivery Service 

Figure: 5G SEALDD Representation in SEAL Generic Functional Model Representation 
using Service-based Interfaces 

Figure: 5G SEALDD E2E Redundant Transmission Architecture Figure: 5G SEALDD integrating MSGin5G Architecture 
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ADAE internal Architecture based on 3GPP Data Analytics Framework
Precondition: ADAE is provisioned with Data Source Profiles (Table Data Source Profile) for Data Sources 
in the Vertical Application Layer, Service Enablement Layer (e.g., SEAL Server/Client, EES/EEC, CAPIF 
entities), Core Network (e.g., OAM, DCCF, NWDAF), etc. 

Alternatively, ADAE may perform a discovery for the Data Source Profiles of Data Sources of interest.

1. ADAE determines data collection sources and processing operations based on the requirements in the 
data analytics request. For example, ADAE may determine whether data should be collected from the 
application layer, the service enablement layer, the core network, or whether a data processing task should 
be performed using data from multiple layers/sources.

2.ADAE may collect existing data that can meet or partially meet the requirements of the data analytics 
request from sources with the “Data source role” IE set as “repository” in the data source profile (e.g., 
SEALDD storage server, Application-ADRF).  

NOTE 1: ADAE Data Collection Requests/Responses may be realized via Subscriptions/Notifications. 

3. ADAE collects data from other identified data sources. The request and response for data collection from 
a data source are defined in 6.3.1.3-4 and 6.3.1.3-5.

4. ADAE performs data processing operations as determined in step 1 and/or required by policies. For 
example, data samples that target the same performance metrics but originate from different sources may 
be normalized and validated. Such processing may remove samples that are inconsistent across different 
sources and keep samples that achieve consensus across all sources.

5. The collected (and optionally processed) data can be optionally stored in available repositories, such as a 
SEALDD storage server, Application-ADRF, etc.  

The Data Source Profile includes Information about the Data Generation/Production Capability of the Data 
Source to support Data Collection for Data Analytics Service and the Availability/Accessibility of the 
Generated/Produced Data, as defined in Table 6.3.1.3-1.
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1. 5G MSGin5G SBI Service based Interface representation for MSGin5G Service 
The MSGin5G, as shown in the figure, is the Service based Architecture for 
MSGin5G Service.

The M5C Function is the MSGin5G Client.

The AC is the Application Client.

The L3G Function is a Service based function exhibited by Legacy 3GPP 
Message Gateway. 
The N3G function is a Service based Function exhibited by Non-3GPP Message 
Gateway.

The M5S manages the Distribution of the Messages it has received from 
MSGin5G UE, from Application Server, or from N3G (on behalf of Non-3GPP 
UE) or from L3G (on behalf of Legacy 3GPP UE).

The M5S invokes Services provided by L3G/N3G to send MSGin5G Messages 
towards Legacy 3GPP UE or Non-3GPP UE.

The AS/L3G/N3G invokes Services provided by M5S to send MSGin5G 
Messages to M5S on behalf of Legacy 3GPP UE or Non-3GPP UE.

The M5S invokes Services provided by SEAL Group Management Function to 
do MSGin5G Group Management.

The M5S/L3G/N3G invokes Services provided by SEAL Configuration 
Management Function to do Service Configuration (including UE Service ID 
Provisioning).

Figure: Service based MSGin5G Architecture

Table: Service based Interfaces supported by MSGin5G Service 

3GPP 5G MSGin5G Application Architecture, Rel. 18, June 2022 



5G MSGin5G Service overview 

The MSGin5G Service is designed and optimized for massive IoT Device 
Communication including Thing-to-Thing (T2T) Communication and 
Person-to-Thing (P2T) communication.

The MSGin5G Service is a Message Enabler for applications. 

An Application Client in a UE utilizes MSGin5G Service to send a message to another 
UE, to multiple UEs or to the Application Server, or the Application Server utilizes the 
MSGin5G Service to send a message to a UE or to multiple UEs. All messages will be 
routed via the MSGin5G Server in the 5G system. The MSGin5G Service flow is shown in 
figure 7.1-1.
If the UE supports a legacy 3GPP message service (e.g. SMS, NIDD, or CB) and does not 
support the MSGin5G Service (i.e. UE has no MSGin5G Client), the message will be 
translated to the appropriate message delivery mechanism by the Legacy 3GPP Message 
Gateway. A UE that does not support any 3GPP message service can connect to the 
MSGin5G Service via Non-3GPP Message Gateway that facilitates the translation between 
the MSGin5G Service and non-3GPP message delivery mechanism. The connection 
between such UE and the gateway can be via 3GPP access or non 3GPP access (e.g. 
WLAN) and is out of scope of the present specification.
An Application Server resides outside the 3GPP domain and connects to the MSGin5G 
Server via a CAPIF-aware reference point.
The message communication models include:

- Point-to-Point messaging: message that is originated at a UE (UE A) and terminated at 
another UE (UE B, a Legacy 3GPP UE or a Non-3GPP UE).

- Application-to-Point Messaging: message that is originated at an Application Sever and 
terminated at a UE.  
- Point-to-Application messaging: message that is originated at a UE and terminated at an 
Application Sever
- Group Messaging: message that is originated at a UE or an Application Server and is 

terminated at a group of UEs (a group member can be of type UE A, Legacy 3GPP UE 
or Non-3GPP UE).

Figure: 5G MSGin5G Service overview 

3GPP 5G MSGin5G Application Architecture, Rel. 18, June 2022 
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 5G SEAL Data Delivery (SEALDD) Enabler for Vertical 
Applications

Solution #8: SEALDD Server Discovery and Selection in EDN  
                     (Edge Data Network)

The following solution corresponds to the key issue #6 on SEALDD coordination 
with EEL (Edge Enabling Layer). 

There can be scenarios of how SEALDD service is used:

- Scenario (a): SEALDD Service is used for both Signaling & Data Traffic 
Transfer.

- Scenario (b): SEALDD Service is used only for Data Traffic Transfer.

NOTE: For the same VAL application, VAL servers for Scenario (a) and 
Scenario (b) and VAL servers without SEALDD service may coexist in the same 
EDN. The three types of servers may use different EAS IDs or other information 
(e.g. EAS service, additional associated SEALDD server information) to 
differentiate each other for EAS discovery.
After VAL server subscribes SEALDD service from the SEALDD server, the VAL 
server registers associated SEALDD server information to EES. In EAS discovery 
procedure, EEC can get the associated SEALDD server(s) information of the 
desired the VAL server(s). Then SEALDD client can use the SEALDD server 
information to establish the data delivery connection for the VAL client (AC) and 
VAL server (EAS).

Figure: 5G EDGEAPP EAS register to EES with associated SEALDD Server Information   
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3GPP RAN &  O-RAN 



Ref. 5G Americas, 3GPP Rel 16 & 17, & Beyond, Jan 2021: 34

In 3GPP Rel. 16, NR was extended to support operation also in Un-licensed Spectra, 
with focus on the 5 GHz (5150-5925 GHz) &  6 GHz (5925 – 7150 GHz) bands (Figure 
3.9). 

- In contrast to LTE, which only supports License-Assisted-Access (LAA) operation in 
Un-licensed Spectrum, 

- NR supports both LAA & Stand-alone (SA) Un-licensed Operation, see Figure 310. 

In the case of LAA, a NR carrier in unlicensed spectrum is always operating jointly with a 
carrier in licensed spectrum, with the carrier in licensed spectrum used for initial access 
and mobility. 

- The licensed carrier can be an NR carrier, but it can also be an LTE carrier. Dual 
connectivity is used in case of the licensed carrier using LTE. If the licensed carrier is 
using NR, either dual connectivity or carrier aggregation can be used between the 
licensed and unlicensed carrier.

In case of SA operation, an NR carrier in Un-licensed spectrum operates without support 
of a licensed carrier. 

Thus, initial access and mobility are handled entirely using unlicensed spectra. 

Stand-alone (SA) -  NR-U (NR-Unlicensed) 
   

connected to 5GC. 

This Scenario targets NPN 

- The 5 GHz band is used by existing 
Technologies such as Wi-Fi & LTE-
based LAA and it was a requirement, 
for the design of NR-U, or NR in 

      Un-licensed spectrum, 
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3GPP RAN and O-RAN Alliance
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3GPP RAN and O-RAN Alliance
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3GPP RAN and O-RAN Alliance

There are 3 Categories of Logical Functions in Non-RT RIC & SMO Framework:
1. Functions anchored inside the Non-RT RIC Framework, which are indicated in 
solid blue box in Figure 4-1.
2. Functions anchored outside the Non-RT RIC Framework, which are indicated 
in solid orange box in Figure 4-1.
3. Non-anchored functions, which are indicated in dashed line box in Figure 4-1.
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3GPP RAN and O-RAN Alliance
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 O-RAN Alliance SMO foreseen 
potential evolvement 
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102Ref. Ericsson, Use of O-RAN SMO for Innovation, Nov., 2021

O-RAN Alliance - Use of O-RAN SMO as an Enabler for Openness and  Innovation in the RAN Domain
Multi-vendor RAN support

The role of SMO in Standardized Development and Execution Environments is to 
support Multi-Vendor RAN.

SMO is an Automation Platform for Cloud RAN/Open RAN and Purpose-built RAN. 

SMO offers Platform Capabilities using which Automation Applications can be built 
to support most common management Use Cases (UCs) for Multi-Vendor RAN 
Networks. 

The Application Development and Run-time Environment in SMO offers a 
Structured and Standardized way to address these Automation-led Network 
Operations:

• The Design Environment enables rapid Application Development and Automation 
artifacts.

• The Run time Environment enables Multi-Vendor Applications to run on the 
Platform by offering Capabilities such as Application Life-Cycle Management 
(LCM) , AI/ML Training and Execution, Security, Data Management, Policy, 
Analytics, Service and Resource Orchestration etc. 

The Capabilities are exposed to the Multi-Vendor Applications (rApps)
over the R1 Interface.



103Ref. Ericsson, Intelligent Automation Platform, How rApps drive Network Optimization & Monetization, March, 2022

rApp Categorization and Classification Ericsson defines four (4) 
main rApp Categories which run on the underlying
SMO/non-RT-RIC, forming the AI and Automation Foundation for 
all rApps:

1. Network Evolution

2. Network Deployment

3. Network Optimization

4. Network Healing

The Network Optimization & Healing rApps could be classified as 
SON rApps. 

Network Evolution would include Capacity Planning Application 
rApps designed to visualize the future shape of the Network & 
impact of new Technologies on Performance & Experience. 

Network Deployment rApps address areas of Planning and 
Deployment such as Automated Neighbor Relations (ANR).



104Ref. Ericsson, Intelligent Automation Platform, How rApps drive Network Optimization & Monetization, March, 2022

rApps Development Toolkits and Ecosystems

Ericsson believes that there are three (3) Stages in Developing an rApps 
Ecosystem:

Stage 1: Developer Resources enable rapid creation, testing and deployment 
of rApps including the management of bugs, updates and developments. The 
best platform vendors will provide a comprehensive SDK.

Stage 2: The Developer Community connects rApp and Platform 
Developers, enabling information to be shared. Ericsson expects leading 
vendors to provide technical support, testing and certification, as well as 
collaboration environments for development.

Stage 3: Mass-Market adoption is where we will see highly Developed and 
Mature ecosystems of Application Developers.

Delivery and Life Cycle Management (LCM) will be fully integrated with the 
Service Provider’s Continuous Integration/Continuous Delivery (CI/CD) 
pipeline to standardize SW Asset Management.

Some organizations believe there will be a Common Marketplace that 
provides a Catalogue of rApps enabling simpler monetization. However, as 
rApps and xApps are focused on Network Automation in a Specific Telco 
Domain, any potential Marketplaces for Applications are unlikely to match 
the Scale of Consumer Marketplaces such as the Apple App Store or Google 
Play Store for the smartphone industry. 



105Ref. Ericsson, Intelligent Automation Platform, How rApps drive Network Optimization & Monetization, March, 2022

The expected approach to rApp Development based on Complexity and 
Specificity  

The ability to develop your own rApps is a way for Service Providers (SPs) to 
further differentiate their offering in the home market. 

SPs may even commercialize these developments by making them available to 
other service providers outside their home market, effectively creating a new 
revenue stream by monetizing their rApp development investment.

The expectation is that SPs will typically focus on the simpler Customization 
UCs , but there are also a number of highly innovative SPs who have the 
Resources, Knowledge & Experience to create highly Complex rApps and are 
expected to do so.

The final group of rApp Developers are arguably the most Diverse & 
Interesting.

These are Independent SW Developers, some of whom will be new 
to the Telecoms Industry. 

The expectation is that these Companies will bring Specific, Detailed 
Knowledge and Data Sources which, when combined with existing SPs Data, 
will enable some very powerful and innovative rApp UCs.  



106Ref. Ericsson, Intelligent Innovation, Intelligent Automation Guidelines, May 2022, 

Service Orchestration Functionalities are at the 
Foundation of the Architecture to enable Service 
and Intent-based Automation. 

Machine Learning (ML) Capabilities are present to 
enable Intent-based Automation Capabilities.

The Open R1 interface drives innovation

An Open R1 Interface enables rApp Portability. 

Once the O-RAN Alliance completes specification, the 
interface should be published and standardized to
reduce the need for rApp interoperability testing across 
different vendors’ SMOs.

For an rApp Developer, a Standardized R1 Interface increases 
opportunities to monetize specific rApps which are not locked 
to a specific vendor. 

Ideally, the R1 interface would allow out-of-the-box
Interoperability, but in reality, a level of simple Interoperability 
Testing and Certification is expected. 
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1.1 The Big Shift - from "Caveat Emptor" to "Caveat Venditor" - 1

Ref.: D.Pink, D-ve, 2012

             When Information is Ubiquitous:

       shift from  Information Inequality to Information Paritiy

No longer enough 

 just to be able to Answer to Questions on Product/Solution/ Services 
             
 and/or present Platforms, Solutions, Services, Standards ...  



1.1 The Big Shift - from "Caveat Emptor" to "Caveat Venditor" - 2

Ref.: D.Pink, D-ve, 2012

             When Information is Ubiquitous 

The Value of undertaking the role of  “Unbiased Business Partner“

Shift in assigned importance from 

                               "Problem - Solving"                    
                                               to             
                    "Problem-Identification/ Finding“

 Ask the “Right Questions“
- to Identify Current Issues/Problems, curate the Vast Amount of  Information & 

- Ability to Hypothesize/Clarify on Future Problems, Inter-Dependencies 

- Outline Future Multi-Vendor Inter- Operability & Scalability 

- Ground for Personalized, Business Model & Agile Service Deployment



Remarks & Questions?
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