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1. Declarative APIs & YAML - 2 

1. Imperative                                                                                     3. All Declarative Approaches have 

Imperative Implementation                                              
2. Declarative                                                                                      



Cluster API Lays the Groundwork for Declarative Kubernetes Lifecycle Management with v1alpha1, May 2019

Kubernetes Declarative API

Cluster API is a Declarative API 

Specification. 

Cluster API is the API Specification that helps 

provide Uniform and Consistent Management 

for Kubernetes Clusters regardless of the 

underlying Infrastructure. 

For v1alpha1, the API comprises 5 Custom 

Resource Definitions (CRDs): 

1. Cluster, 

2. Machine, 

3. Machine Set, 

4. Machine Deployment, and 

5. Machine Class. Kubernetes 

Declarative Kubernetes Lifecycle Management with Kubernetes Cluster API v1alpha1

1. Declarative APIs & YAML - 4 

https://kubernetes.io/docs/tasks/access-kubernetes-api/custom-resources/custom-resource-definitions/


1. Declarative APIs & YAML - 4b



1. Declarative APIs & YAML - 6 



What is APIs YAML:  Machine Readable Specification  

YAML 1.2 is a superset of JSON (JavaScript Object Notation) with some built-in advantages, e.g.  

YAML can 

- Self-reference, 

- Support Complex Datatypes, 

- Embed Block Literals, 

- Support comments, and more. 

YAML tends to be more readable than JSON. 

1. Declarative APIs & YAML - 7 

https://www.json2yaml.com/yaml-vs-json






TM Forum and MEF have specifically aligned on the following:

• TM Forum is developing Domain Context Specialization Guidelines that enable MEF LSO Sonata APIs to conform to TM

Forum Open API standards.

• TM Forum API tooling is now being used by MEF to build the set of LSO Sonata APIs.

• LSO Sonata API product payloads work in alignment with TM Forum API standards using a polymorphic approach.

• The organizations have established a framework for ongoing collaboration.



1. 5G NF as a Service "Producer" and "Consumer" (+ Intent)

2. 5G NDL - Network Data Layer - separation of the 5G 

"Compute"  in NFs  implementation into VNFs & PNFs related 

(NF) Application Context from (NF) Application Business Logic 



Management Services (MnS)

An Management Service (MnS) offers Capabilities for Management and 

Orchestration of Network and Service. 

The entity producing an MnS is called MnS Producer. 

The entity consuming an MnS is called MnS Consumer. 

An MnS provided by an MnS Producer can be 

consumed by any entity with appropriate 

Authorisation and Authentication. 

An MnS Producer offers its services via a Standardized Service Interface 

composed of individually specified MnS Components.





2. 5G NDL - Network Data Layer - separation of the 5G 

"Compute"  from  "Storage" via 5G UDM  in NFs  

implementation into VNFs & PNFs related 

(NF) Application Context (Unstructured Data in 

UDSF) 

from 

(NF) Application Business Logic (Structured Data in 

UDR)



3GPP 5G NAPS -Northbound Application Program Interfaces (APIs) - 1 

5G NAPS Reference model

The NEF Northbound Interface resides between the 

NEF and the AF.  

It specifies RESTful APIs that allow the AF to access 

the Services and Capabilities provided by 3GPP 

Network Entities and securely exposed by the NEF.

An AF can get services from multiple NEFs, and an 

NEF can provide services to multiple AFs.

Fig. Reference Architecture for the Nnef Service SBI & Reference Point representation



3GPP 5G Rel. 18 SEES and FMSS NAPS to 5G Subscriber -2 
"The Operator shall be able to provide to a 3rd Party Service Provider secure and 
chargeable access to the Exposed Services/Capabilities i.e. to Authenticate, Authorize and 
Charge the 3rd Party entities." 

MNO can allow the API access of an 3rd Party entity by taking into 
account the 5GS Subscriber-based check. 

Possibility of utilizing those APIs can be open directly to the 5GS 
subscriber. MNOs need to be cautious of securing its 5GS Subscribers' 
Privacy.

Figure 7.10.1.4.-1: EES and EAS direct interaction with 3GPP Core Network



GSMA Operator Platform (OP) Telco Edge Proposal

User to Network Interface - UNI

User-Network Interface (UNI): enables the User Client (UC) hosted in the 

UE to communicate with the OP. 

1. The primary function of the UNI is to enable a User Client to interact with 

the OP, to enable the matching of an Application Client with an Application 

Instance on a Cloudlet. 

2. User Client should be capable of being implemented on User Equipment 

SW, e.g. as an SDK or OS add-on. 

3. The UNI shall allow the User Client to discover the existence of an Edge 

Cloud service. 

4. The OP's UNI shall allow the User client registration process with the 

Operator Platform SRM.

Federation Broker Role  for Federation and Platform 

Interconnection 



ETSI MEC use of Federaion Broker enabling Edge Services across MEC System



Figure 4-2: Domain NBIs consumed during the Management of the Lifecycle of E2E Services

Figure 4-2 illustrates the set of technology domains 

considered in the present document. In deployments, 

there may be additional technology domains. Clause 6 

documents the Northbound Interfaces of Management 

domains based on different technologies.

The NBIs of the E2E Service Management 

domain are to be defined.

One candidate: TM Forum Interfaces.

NBI for E2E Service Management in ETSI ZSM  



oneM2M Service Layer (SL) - Horizontal Architecture 

providing a Common Framework for IoT, 

oneM2M has identified a Set of Common Functionalities, that 

are applicable to all the IoT domains. 

Think of these functions as a large toolbox with special tools to solve a number 

of IoT problems across many different domains. The oneM2M CSFs are applicable 

to different IoT UCs in different industry domains. 

oneM2M has standardized how these Functions are being executed, i.e. is has defined 

Uniform APIs to access these Functions. 

Figure 6.2.0-1 shows a grouping of these Functions into a few different scopes.

SAREF - Smart Applications REFerence Ontology

SAREF is the Reference Ontology for Smart Applications and contains recurring 

concepts that are used in several Domains. SAREF has a close relation with the 

oneM2M Base Ontology, for which a mapping is defined in clause 5.

Fig. 6.2.0-1: Common Service Functions
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Figure 5.2-1: oneM2M Interfaces to the underlying 3GPP Network

Several implementation options for the placement of the oneM2M IN-CSE relative to the SCEF and the underlying 3GPP network are envisioned. In all 

implementations, the SCEF always resides within 3GPP domain. 

In some options the IN-CSE and the SCEF are deployed by a MNO and are both part of the operator domain.  In other options the SCEF is part of the 

3GPP domain and the IN-CSE is not part of the operator domain.  

In all options, services within the IN-CSE may access the network services that are exposed by the SCEF via the T8 reference point APIs.

Functional mapping between 3GPP and oneM2M
Figure 5.2-1 shows an Architecture and Functional mapping for the 3GPP Trust Domain which describes how oneM2M Functional Entities may access Features and

Services that are exposed by 3GPP. 
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Figure 5.1.1-3: Cloud provider independent

3GPP 5G SCEF/SCS for IoT Platform integrated with IoT SL across 10 UCs - 1 



Table 1: 5G User Equipment (UE) Service Access Identities Configuration



Table 3: Performance Requirements for High Data Rate and Traffic Density Scenarios



Table 5: UE to Satellite Propagation Delay Table 6: Performance Requirements for Satellite Access



Table 7: Performance Requirements for Highly Reliable Machine Type Communication



Latency needs to support example Use Cases (UCs) from Vertical Industries



Main SCEF Capabilities 

A) Applying AAA to the 3rd Party/Enterprises API’s use (and in particular Accounting) 
- vital for Charging & therein new revenues) for the Enterprise (SCS/AS) use of the API (dedicated  

SCEF T8 interface)

B) Use of Externa Id (e.g “name-of-device@domain.com”). 
- no need/requirement to use the UE MSISDN as an Id, enhancement/improvement of Security. 

C) NIDD (Non IP Data Delivery) Capability
- extending the NAS Protocol to communicate from the UE via MME and SCEF with the SCS/AS and   
avoid using resource demanding IP Protocol for sending small data messages over the Control Plane   
(CP).

D) New Services Capabilities
- e.g.  functions such as “Network Configuration Parameters” enabling Enterprises SCS/AS to use the   
Network Functions e.g. for UE PSM (Power Save Mode), DRX (Discontinuous Reception), TAU (less  
Tracking Area Updates). 

29



oneM2M Service Layer (SL) - Horizontal Architecture providing a Common Framework for IoT, 

Fig 5.1-1: oneM2M Layered Model
Figure 5.2.1-1: oneM2M Functional Architecture



Semantic discovery in presence of a "network" of M2M Service Providers (M2MSPs)

Ontologies and their OWL representations are used in oneM2M to provide syntactic and semantic 

interoperability of the oneM2M System with External Systems. 



Ref 3GPP TS 23.222 & TS 29.222 CAPIF for NAPS Rel 16 & 17, Dec 2020: 24,16  

Commercial



The Big Shift - from "Caveat Emptor" to "Caveat Venditor" - 1

Ref.: D.Pink, D-ve, 2012

When Information is Ubiquitous:

shift from  Information Inequality to Information Paritiy

No longer enough 

just to be able to Answer to Questions on Product/Solution/ Services 

and/or present Platforms, Solutions, Services, Standards ...  



Summary A - Video presentations:

1. "My APIs are the best". They are proprietary, but they 

are the best". 

2. Repeating the mistakes done in the past while 

deploying New Technologies without changing the 

Business Framework

3. "Products are Packages of Emphasis from Technologies 

on the rise". 



Comments,     Remarks,      Questions?


