3GPP 5G IoT-PCS (Platform Common Services)

5G Sy Archit h ts for PINs (Personal IoT Networks) in 3GPP 5G Advanced Release
The enhancement of SG System (5GS) to support Personal IoT Network (PIN) is foreseen to address the Service Requirements for the Personal IoT Networks (PINs) for supporting Management
of PIN, Access of PIN via PIN Element with Gateway Capability (PEGC), & Communication of PIN (e.g. PIN Element communicates with other PIN Elements directly or via PEGC or via
PEGC & 5GS), enhancements for supporting identifying PIN and the PIN Elements, How to identify PIN & the PIN Elements in the PIN at SGC level to serve for Authentication/Authorization,
Management as well as Policy & Routing Control enforcement. If sidelink is used for the direct communication between PEMC & PEGC, it will be reused the procedures defined for 5G ProSe
Direct Communication without introducing new features to sidelink. There shall be no change to underlying non-3GPP Access (e.g. WIFI, Bluetooth) standards. The PEGC & PEMC belongs to
same PLMN or (S)NPN.

PINCTRL (PIN Cirl Function) - a new Network Function (NF)- & New Interfaces P1 & NPINCTF to manage & organize PIN Network as shown in the Figure below. PEMC/PEGC
communicates with the PINCTRL of 5G CN (Core Network) using P1 Reference Points for Authorization, 3rd Party/Operator Policies etc. PINCTRL is specified to be part of SBI bus of
the 5G Core Architecture & communicates with the other NF(s) using NPINCTRL Interface. PEMC forms the PIN Network & PEMC/PEGC communicates to the 5G Core on behalf of PIN
elements. A UE can support both PEGCF & PEMCF & furthermore support the PEF Function in order to exchange Data Information &/or provide PIN Services to other PINE in the PIN. The
PINE per assumption can use the Non-3GPP Access (e.g. WIFI, Bluetooth) for direct communication to other PINE, PEGC & PEMC & so the following type of Device that contain the PEF are
considered: 1) A Non-3GPP Device, i.¢. a Device that does not support 3GPP Access or N3GPP Access to SGC, but supports PEF. e.g. a Device that uses Bluetooth or Wi-Fi communication.
2) A UE that supports N3GPP Access to SGC (1.e. N3IWF). The UE is restricted to only use the N3GPP Interface for PIN direct communication.
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NOTE 1: The PEMC Function instance can be a function in a 3rd party APP, a standalone APP, or middleware, the
Persor ) interface of the PEMC Function exposed to other APPs is determined by CT WG1.

Figure: 5G Core Architecture enhancements to support PIN
(Personal IoT Network)
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5G-enabled Fused Location Service Capability Exposure

address potential new and enhanced Location Capabilities for Vertical Application Enabler (VAE), including
the following aspects:
- Enabling Location performance (Accuracy
nlogies at t pplication Lz
- Enabling continuity of Location Services in different environments at the Application Layer;
- Identification & Configuration of Location related Requirements (incl. Location QoS) for Vertical Application Aervices with the use of S
- Architecture enhancement leveraging 5G Positioning and Location Services (LC
- Location Data handling Capabilities (e.g. Logging, Management);
- Enhanced efficiency on Location Service proce: eraging Edge Computin,
- Enabling Value-added Location Service Capabilities Exposure to Vertical Application:
- Enhancements on SEAL Location Management addressing the aspects above.
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Figure: SG Functional Architecture of Fused Location Service

Figure: Merged Architecture with interaction between Fused Location Server and SEAL LMS

Ref. 3GPP 5G -enabled Fused Location LCS, Rel. 18. Sept., 2022
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Figure: 5G Architecture for SEAL Data Delivery Service .
Figure: 3G SEALDD E2E Redundant Transmission Architecture




1. 5G MSGin5G SBI Service based Interface representation for MSGin5G Service

hown in the figure, is the Service based Architecture for

The MS5C Function is the MSGin5G Client.

The AC is the Application Client.

The L3G Function is a Service based function exhibited by Legacy 3GPP

exhib y Non-3GPP Message
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5G MSGin5G Service overview

The MSGinSG Service is designed and optimized for massive IoT Device
Communication including Thing-to-Thing (T2T) Communication and
Person-to-Thing (P2T) communication.

Figure: Service based MSGin3G Architecture

Table: Service based Interfaces supported by MSGin3G Service
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